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I. Abstract

Advancements in wearable technology and other data capturing systems have opened doors to collect more information about collegiate athletes both on and off the field. Such information, while enhancing student-athletes’ ability to optimize their athletic performance and mitigate future injuries, is being exploited for a variety of other opportunities led by universities, conferences, third-party data collectors, and other users without input from the student-athlete. In light of the continued discussions around NIL, and with more universities having their student-athletes leverage technologies to record information and capture various forms of personal data, the focus has now shifted to how collegiate athletes can retain full or partial ownership of their personal data, and therefore, profit from the data like their universities and third-party data collectors and holders.

This paper aims to educate college athletes on the potential value of the data collected about them and the considerations and legal landscape concerning ownership, rights, and use of their personal data. In exploring ownership, rights, and use of these data, current case law, state and federal statutes and regulations, as well as regulations implemented by other governing organizations are addressed. Current methods used by professional athletes during negotiations with their prospective professional associations are also analyzed.

II. Introduction

Collegiate athletics in the United States is a big business. With a global footprint, Division 1 collegiate athletics,\(^1\) which are estimated to generate over $15 billion dollars annually,\(^2\) and the National Collegiate Athletic Association (hereafter, “NCAA”), its governing body which itself brings in nearly $1.3 billion dollars annually,\(^3\) have leveraged amateur collegiate athletes to create products that generate tremendous value for a variety of stakeholders. Traditional commercialization efforts that include media rights, sponsorship, and jersey sales are now intertwined with the licensing of NIL rights to video game companies, creation of predictive analytics for health-focused companies, and usage of information for fantasy sports that present a diverse and uncharted landscape of data collection, usage, and commercialization in the field of college athletics. For college athletes, many of whom are renowned and socially influential, the

opportunities to leverage their Name, Image, and Likeness (hereafter, “NIL”) to create revenue streams for themselves has been a first step in grabbing a larger slice of the revenue pie. However, advancements in technologies are creating even more opportunities for information to be collected about these student athletes, which can further power areas with significant revenue potential including sports betting and healthcare. With very few protections in place for student-athletes related to collection and use of their personal data, organizations should be focused on developing new data-based frameworks based on the learnings from the NIL landscape, current case law, state and federal statutes and regulations, and regulations implemented by other governing organizations to further protect the student-athletes and enable broader use cases for personal data that benefit all stakeholders.

III. Personal Data and the Use of Data Capturing Technologies

Personal data is information, or pieces of information, that individually or collectively identify an individual. Even data that has been de-identified, encrypted or pseudonymized may be considered personal data if it can be used or reversed to identify an individual. Personal data being collected from athletes worldwide includes various forms of their NIL, as well as physiological data, biomechanical data, location-based data, medical information, and other data points that can provide more context related to the biological state of that individual.

Recently, the use of wearable technology in collegiate athletics, which can be integrated within “gadgets, accessories or clothes”, as well as optical trackers and other devices have gained broader acceptance in the aftermath of COVID-19. As collegiate athletes retreated from their respective schools, coaches sought to recapture some semblance of oversight over the players to monitor their off-campus performance and regimen. Thus, such changes in processes spawned a more widespread use of wearable technologies and other data capturing systems to collect and track vital personal information from these collegiate athletes, including a player’s physical progress and recovery during the days away from their team. Since COVID, use of wearable and other technologies to measure collegiate athlete performance has continued to grow. A wider acceptance of using wearable technologies to mitigate injuries, determine whether a player has recovered enough to return to competition, knowing how “hard to push an athlete to reach new ability levels,” and determine how to help athletes recover faster from injuries has reached new heights. Companies like Zephyr, Catapult, Zebra, and STATSports receive billions of dollars collectively from the growing demand of wearable devices for athletes.

---
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7 Id.
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particular has 372 NCAA Universities as clients, including the University of Virginia and the University of Louisville. Universities are also funding and implementing their own initiatives that focus on wearable technologies. For example, The Seshadri Laboratory at Lehigh University, which focuses on digital health and bioelectronics, partnered with Beyond Pulse to help monitor the performance of its collegiate athletes. Such widespread use of wearables and other systems has prompted lucrative corporate agreements between universities and data capturing companies interested in leveraging an athlete’s personal data in product development, marketing, and performance enhancement.

IV. Rights for Collegiate Athletes

In addition to the use of new data capturing systems collecting more information about student-athletes than ever before, collegiate athletics have undergone significant changes in other areas in recent years. In 2021, the Supreme Court of the United States took up its pen on the issue of NIL in its groundbreaking decision in NCAA v. Alston. In Alston, the Supreme Court held that the prohibition on an athlete’s ability to commercialize and monetize their NIL violated antitrust law. Specifically, the Supreme Court decided that the restrictions the NCAA had put in place on education-related compensation from universities violated the Sherman Antitrust Act, allowing universities to offer bonuses known colloquially as “Alston money” to their student athletes. Although the Supreme Court did not address the possible existence of an employer-employee relationship between student-athletes and universities, it did address the monetary NIL concerns that have plagued discussions around college athletics for decades. In this case, the Supreme Court affirmed the district court’s decision to conduct a full “rule of reason” analysis to address and invalidate universities education-related compensation policies. The Court ruled that universities could still promote the competitive spirit of athletics while using less restrictive means regarding the compensation of student-athletes than those previously in use. With this, the Court says, student athletes will be entitled to more just compensation in proportion to the value that they bring to the universities.

16 Id. at 2163 (explaining that the “rule of reason” requires a fact-specific assessment of market power and market structure to assess a restraint’s affect on competition).
17 Id. at 2162.
18 Id. at 2166.
The decision in *Alston* reflects the Supreme Court's resolute commitment to steering college athletics away from antiquated compensation paradigms and toward a more equitable system\(^{19}\) and in particular, a system that aligns with the contemporary landscape shaped by technological and economic advancements.\(^{20}\) In recognizing the transformative impact of these changes, the Court's ruling not only addresses the monetary concerns surrounding NIL, but also serves as a beacon signaling a departure from traditional norms.\(^{21}\) By affirming the need for a comprehensive rule of reason analysis, the Court acknowledges the evolving nature of collegiate sports, where technological innovations and economic shifts have reshaped the dynamics between universities and student-athletes.\(^{22}\) As made clear in Justice Kavanaugh's concurrence, this decision marks a pivotal moment in the pursuit of fairness, positioning college athletes to receive compensation that more accurately reflects their value in today's dynamic and competitive collegiate sports environment.\(^{23}\)

Since *Alston*, the landscape for collegiate athletes has shifted dramatically.\(^{24}\) Collegiate athletes at major institutions have capitalized on the burgeoning collegiate NIL industry through paid partnerships with local, regional, and national organizations. In 2022, the first full year after the *Alston* decision, collegiate athletes secured $917 million in partnership deals.\(^{25}\) Although the change in NIL policy occurred rapidly leading to some collegiate athletes having added financial security from their NIL compensation, the collegiate model still recognizes collegiate athletes as amateurs – or, in this case, student-athletes of the university.

The concept of the "student-athlete" arose in 1955 when the widow of Ray Dennison, a college football player, sued for workmen’s compensation after Dennison died from head trauma during a game.\(^{26}\) Dennison, who played for the Fort Lewis A&M Aggies, suffered a fractured skull from which he later died.\(^{27}\) In response, Billie Dennison, his widow, filed a claim for workmen’s compensation in the Colorado Industrial Commission under the Workmen’s Compensation Act of 1957.\(^{28}\) Ultimately, the Supreme Court of Colorado ruled that Billie Dennison was not entitled to death benefits because Ray was not an employee of the school, but

---
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a “student-athlete.” By grounding its decision on the concept of a student-athlete, the Colorado Supreme Court erected the barrier that has since been the impediment to athlete’s obtaining employment benefits, capitalizing on revenue earned at their programs, and limiting their use of their NIL. While the Alston ruling enabled athletes to capitalize on their NIL, the decision far from resolves the myriad of issues surrounding collegiate athletes. Of particular concern are the unresolved issues concerning the use of an athlete’s personal data by universities, conferences, media companies, and other businesses interested in utilizing an athlete’s data for a variety of purposes – including monetization – without the athlete’s authorization and financial participation. The current amateurism model precludes athletes from becoming employees of the university, forming a union, or collectively bargaining with the university to secure specific rights. However, with the recent settlement agreement in House v. NCAA, where the NCAA and the Power 5 conferences agreed to pay out $2.8 billion dollars to current and former players, that model of amateurism is fading fast now that universities can pay collegiate athletes directly for their services. As such, these athletes do not have the bargaining tools to protect their data absent specific state or federal statutory protection.

V. Current Status of Personal Data and the Challenges

An overarching challenge in the US is the lack of guidance and information from sporting organizations, courts, and federal and state legislation regarding the ownership of collected personal data from athletes. The lack of clarity has caused athletes to fear that their personal data may be used to determine playing time and terms of player contracts. To analyze the athletes’ rights to their personal data in the collegiate context, it is important to consider those who might also claim rights to the data collected, such as universities, conferences, government entities, and other users of such information.

Issues involving athlete personal data are focused on the debate of NIL laws and agreements. Generally, an NIL agreement “means a contract or other written or oral arrangement between a student-athlete and third party licensee regarding the use of the name, image, likeness,

29 See Id. (holding that “Since the evidence does not disclose any contractual obligation to play football, then the employer-employee relationship does not exist.”).
33 Ranjan Jindal, Breaking Down the House v. NCAA Settlement and the Possible Future of Revenue Sharing in College Athletics, THE CHRONICLE (May 27, 2024), https://www.dukechronicle.com/article/2024/05/duke-athletics-ncaa-house-settlement-nil-revenue-sharing-college-sports-hubbard-carter. (Collegiate athlete plaintiffs brought a suit against the NCAA and Power 5 conferences, claiming that they missed out on NIL and other monetary opportunities because of the NCAA and conference amateurism rules prohibiting athletes to profit from their name, image and likeness or accept benefits).
or voice of the student-athlete.” As an example, under the Illinois Student-Athlete Endorsement Rights Act, an NIL student-athlete’s ‘name’ is considered to be part or all of the athlete's name, their nickname, or any name that reasonably makes a person connect a name to the specific athlete. The Illinois law further considers ‘image’ to be any visual depiction of the athlete and specifically includes a rendering under this definition. Lastly, the law defines ‘likeness’ to mean “a physical, digital, rendering, or other depiction or representation of a student-athlete, including a student-athlete's uniform number or signature, that reasonably identifies the student-athlete with particularity.” In some cases, personal data can be used to create such digital representations, including within video games that utilize volumetric data (i.e., x,y,z coordinates in a three-dimensional space representing the positioning an athlete’s bodily extremities in relation to each other at any given time) captured on-field, among other data, to depict the precise in-game movements of a student athlete which can make the digital representation of the student-athlete “identifiable.” In 2023, Electronic Arts came out with EA Sports FC™ 24. This cutting-edge HyperMotionV technology uses volumetric data captured by a number of cameras in a stadium; the data is collected and used in a machine learning algorithm to “recreate true-to-football motion.” If more companies capitalize on the capture and usage of an athlete’s personal data, it will create further challenges and motivation to find equitable solutions at the intersection of NIL and personal data rights.

A. Lack of Framework for Control Over Personal Data and NIL

The integration of biometric and other personal data into various industries, including sports, has highlighted a significant challenge in the harmonization of legal frameworks at the federal and state levels. While there have been bills proposed, there is currently no legal framework at the federal level that can provide any guidance. At the state level, the current patchwork of laws provides vastly different gradations of personal data protections. Unfortunately, for the athletes, this means that their ability to dictate the use of their personal data is highly state dependent. In a few states, such as California, the personal data protections are robust; however, in most others, they are at best inadequate and at worst entirely absent.32

37 Id.
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41 See generally John T. Holden & Kimberly A. Houser, Article: Taboo Transactions Selling Athlete Biometric Data, 49 FLA. ST. U. L. REV. 103, 149 (2021) (giving an overview of the various state and federal rules and regulations that may apply to the collection and use of athlete data).
42 Cal Civ Code §§ 1798.100 — 1798.199.100.
Currently, there have been proposals from the NCAA Division I Council to help bolster NIL protections for players. The NCAA makes rules and regulations to govern university athletics in America in order to ensure fairness and competitiveness, and the Division I Council can be thought of as the board of directors, managing day-to-day operations for Division I of the NCAA. Among these proposals is the desire for standardized contract terms and education for the student athlete. Standardized terms such as exclusivity obligations and recommended term lengths included in form contracts provided to athletes could provide athletes with a more transparent understanding of their rights and could therefore mitigate the risk of exploitation or unfair treatment from sponsors or other entities. The proposals include provisions that address the education of student athletes not only in the applicable law, but also in navigating the NIL deals that are available to them. These proposals show that the NCAA is open to a more fair, standardized, and consistent system that protects the athletes from exploitation by their respective universities.

Multiple states have data privacy laws that may directly interfere with the NCAA proposals in one way or another. In such cases, these state laws supersede any NCAA rules or guidelines. To further illustrate this lack of uniformity and its irreconcilable effects, laws such as the Illinois Student Athlete Endorsement Rights Act categorically prohibits student athletes from obtaining sponsorship deals from entities in certain areas of business including gambling. This may seem well intentioned, but examples like Michigan State University contracting with Caesar’s Sportsbook to advertise on campus seem to contradict such mandates.

Professional athletes in various sports in the United States and other countries can collectively bargain for rights that go beyond what the law can provide for the use of their

46 Id.
48 See generally Id. (stating that the purpose for the DI Council proposals was to reduce exploitation of athletes and bad actors).
51 Synott, C. Kevin, Gambling Companies’ Contracts in Higher Education Raise Concerns, SSRN (Mar. 20, 2023), https://ssrn.com/abstract=4394642 (“in 2021 Caesars Sportsbook agreed to pay Michigan State University $8.4 million over five years to promote gambling on campus”).
personal data or NIL.\textsuperscript{52} Collegiate athletes, however, cannot collectively bargain for personal data protections based on their status as student-athletes.\textsuperscript{53} Currently, college athletes are not considered employees of the universities for which they play,\textsuperscript{54} and the uncertain status of the employer-employee relationship between universities and the student athletes creates more questions about the rights of individual athletes related to their NIL and personal data.\textsuperscript{55} Previously, courts have looked at the issue and, although they have not reached a dispositive conclusion about the employer-employee relationship of universities and college athletes, have also looked at the schedules and obligations of collegiate athletes associated with their respective sports and believe it plausibly suggests that such a relationship exists.\textsuperscript{56} If it were established that an employer-employee relationship existed between college student athletes and the respective universities that they play for, collectively bargaining in a unionized capacity then becomes an option for the athletes.\textsuperscript{57} However, this question as to the employment status of college athletes has largely been left untouched due to its potential ramifications, including a lack of competitiveness in collegiate sports competitions that could result from addressing the issue due to potential inequalities in university budgets tied to athlete compensation.\textsuperscript{58} Additionally, the Supreme Court has added that amateurism in college athletics needs to be protected.\textsuperscript{59} However, with the way the college athletic world is evolving and with the highly visible, massive revenue generated from college sports, experts find it hard to see much amateurism in college athletics anymore.\textsuperscript{60}

Looking to major professional sports leagues and respective players unions does not provide a template for college conferences as they have remained relatively inactive on

\textsuperscript{52} Daniel Greene, The Visible Body and the Invisible Organization: Information Asymmetry and College Athletics Data, 10 Big DATA AND SOCIETY 1, 10 (2023).


\textsuperscript{54} See generally Tim Robinson, Outkicking the Coverage: The Unionization of College Athletes, 77 LA. L. REV. 585 (2016).

\textsuperscript{55} Steve Berkowitz, NCAA, Pac-12, USC Trial Begins With NLRB Over Athletes’ Employment Status, USA TODAY (Nov. 8, 2023, 2:43 PM), https://www.usatoday.com/story/sports/college/2023/11/07/ncaa-pac-12-use-student-athlete-misclassification-trial/71483085007/.

\textsuperscript{56} See generally Johnson v. NCAA, 556 F. Supp. 3d 491 (E.D. Pa. 2021). The lower court in Johnson established that it was plausible, given their schedules and obligations, that student-athletes should be considered employees of their respective universities without going as far as saying that they actually were employees; see also Id.

\textsuperscript{57} See generally Tim Robinson, Outkicking the Coverage: The Unionization of College Athletes, 77 LA. L. REV. 585 (2016).

\textsuperscript{58} See generally Jeffrey L. Kessler & David L. Greenspan, The NIL in Amateurism’s Coffin: How the NCAA’s Policy Reversal Shows Once Again That Compensating Student-Athletes Won’t Hurt College Sports, HARV. J. SPORTS & ENT. L. (2020) (explaining how shifting the landscape in college football towards athletes being compensated by universities directly will destroy amateurism in the sport).

\textsuperscript{59} Nat’l Collegiate Athletic Ass’n v. Bd. of Regents, 468 U.S. 85, 120 (1984); see also NCAA v. Alston, 141 S. Ct. 2141 (2021) (maintaining that amateurism in college athletics is still part of an important debate even with the changing NIL landscape).

\textsuperscript{60} See Dawson v. NCAA, 250 F. Supp. 3d 401, 408 (N.D. Cal. 2017) (“there is simply no legal basis for finding them to be ‘employees’ under the FLSA”).
bargaining for these individual rights to personal data on a larger uniform scale.\(^61\) Thus, one problem that could foreseeably arise out of college athletes’ current inability to unionize is a rise in forced consent to rights agreements.\(^62\) Complicating matters further, the courts’ inconsistent stance on data ownership, including ownership of derivative data, adds another layer of complexity to the regulatory landscape.\(^63\)

Intellectual property concerns, particularly copyright concerns, are not hard to imagine for collegiate athletes attempting to brand and market themselves. As the landscape of collegiate sports evolves, the intersection of their athletic prowess and personal branding has created a complex legal environment.\(^64\) With the newfound opportunity to profit from their own images and identities, athletes often grapple with navigating the intricacies of licensing agreements, potential conflicts with their university’s branding, and the broader web of copyright protection.\(^65\)

**B. Entities Involved in the Data Collection Process**

There are common roles that may be addressed by different entities from state to state. Athletes will likely be concerned about their rights in the context of who (or what) entities are collecting their personal data, processing their personal data, and using their personal data given the exorbitant revenue generated from and invested in the collection of their data.\(^66\) Outside the US, European laws like the General Data Protection Regulation (hereafter, “GDPR”) may apply if the athlete is participating in an event in a European Union (hereafter, “EU”) country or if their data is being processed in an EU country.\(^67\) The GDPR and its structure have likely influenced, and may continue to influence, data privacy and protection legislation passed around the world including in the United States.\(^68\)

---

\(^{61}\) See generally Id. at 120 (Discussing the various but few instances in professional sports where collective bargaining has addressed the issue of data collected from players).


\(^{68}\) Stephany C. Amdahl, The European Union’s GDPR and Data Protection Law in the U.S. and China 16-19 (May 2023) (Bachelor’s Thesis, Norwegian University of Science and Technology) (on file with the Faculty of Humanities Department of Historical and Classical Studies).
There are numerous differences between the GDPR and US data privacy law, and while they are similar in some instances, they should not be treated as such. For example, the standard mandated by the California Consumer Privacy Act (hereafter, “CCPA”) is that individuals can opt out of data collection or sharing while the GDPR standard is that the individual has to opt into the collection and sharing of their data.69

In California, data controllers bear the brunt of the responsibility under data privacy laws including disclosing what the data is being used for and who is using it.70 Generally, data controllers are defined as “a person [or organization] that, alone or jointly with others, determines that the purposes for and means of processing personal data.”71 In college athletics, examples of a data controllers could the individual athlete or the university themselves.72 Some universities collect data in many categories such as competition data, training data, physical health data and more specific medical identifiers and metrics.73 These entities are tasked with overseeing the processing of personal data, ensuring compliance with relevant data protection regulations, and upholding the privacy rights of individuals.74 By attempting to maintain transparent data handling procedures and promoting a culture of accountability, data privacy law makers are trying to instill confidence among participants in the sports data ecosystem by making the data controller accountable.75

Differences arise in the responsibilities of data controllers and data processors from jurisdiction to jurisdiction. Data processors are individuals or entities that, under the authority of the data controller, process data.76 Data processors are responsible for handling personal information in accordance with the stipulated obligations contractually established by the data controller.77 For example, under the European GDPR, data collectors can only process data collected from individuals under specific circumstances, such as to fulfill a legal or contractual obligation or to serve a public interest.78 California’s CCPA contains no such restrictions or limitations and only says that a sale or distribution of data to a third party must be for a specified and limited purpose.79 The CCPA requires that the use, sale, and retention of data by the processor must be proportionate to achieve the purposes for which it was collected.80 Likewise,

72 See generally Daniel Greene et al., The Visible Body and the Invisible Organization: Information Asymmetry and College Athletics Data 10 BIG DATA & SOCIETY 1 (2023) (discussing the imbalance in both control and power between universities and athletes regarding the collection and use of their personal data).
73 Id.
74 Cal Civ Code § 1798.100.
75 Id.
77 Cal Civ Code § 1798.100.
78 Council Regulation 2016/679, art. 6 of Apr. 27, 2016, General Data Protection Regulation, 2016 O.J. (L 119) 1, 36 [hereinafter GDPR].
79 Cal Civ Code § 1798.100.
80 Id.
in the Colorado Privacy Act, there is no limitation on the data controller’s motive for processing data.\(^{81}\) The majority of the current United States’ data privacy laws focus more on the responsibility to the individual from whom the data is collected and, subsequently, enabling the free market to regulate the kinds of activities that data controllers engage in.\(^{82}\)

In line with the CCPA’s guidelines, data processors in the sports data industry are required to implement appropriate technical and organizational measures to ensure the security and confidentiality of athlete’s personal data they handle.\(^{83}\) They must also facilitate the rights of consumers, including the right to access, delete, and opt-out of the sale of their personal information.\(^{84}\) In collegiate athletics, one example of a data controller-data processor relationship in college football is Rutgers football’s relationship with Oura Health, a leading health technology company which, as a data processor, provides information such as temperature, heart rate, heart rate variability, and respiratory rate for the Rutgers football medical staff to evaluate and quantify individual recovery, thereby informing tailored training activities.\(^{85}\)

It is generally uniformly established that the role of the data processors is required to be specified by a contract (although the GDPR uses the specific language “contract” and the CCPA uses the term “agreement”, both acts require data collectors and data processors to have a formal agreement or contract stipulating the terms of the relationship, the data to be processed, and how privacy concerns are to be addressed).\(^{86}\)

VI. Governing Authorities over NIL and Data

Aside from statutes, there are rules and regulations that govern the collegiate athlete’s use of their personal data and NIL. However, laws governing NIL are not clear, and the NCAA provides vague guidance for the member institutions to follow.\(^{87}\) The NCAA categorizes its guidance into separate issue buckets.\(^{88}\) First, the NCAA provides that member institutions must provide education and monitoring to student-athletes about NIL-related issues.\(^{89}\) Specifically, the

---

81 C.R.S. Title 6, Art. 1.
82 See generally Cal Civ Code § 1798.100.
83 Id.
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86 See Cal Civ Code § 1798.100; GDPR.
87 See generally NCAA Division I, Institutional Involvement in a Student-Athlete’s Name, Image, and Likeness Activities, Oct. 26, 2022.
88 Id.
89 Id. at 3.
institution must provide athletes with financial literacy, tax, social media, and entrepreneurship training. Additionally, the institution must report the specific NIL activities of athletes.

Second, institutions must provide satisfactory support to inform athletes of specific NIL activities, which the NCAA separates by permissible and impermissible activity. Permissible activities include, but are not limited to, providing athletes with information about NIL opportunities of which the school is aware, promoting an athlete’s NIL activity, providing athlete relevant contact information for NIL entities, such as collectives, and engaging NIL entities to provide a marketplace for the athlete that does not involve interference by the institution. In essence, an NIL entity is any group whose primary function is to represent the athletic department’s interest by cultivating relationships with donors – individuals, large corporations, small businesses, non-profits, and others alike – who desire to support collegiate athletes through NIL. NIL entities quite often take the form of NIL collectives. NIL collectives are groups, usually comprised of prominent alumni, that pool together funds from donors to make them. These collectives are subject to restrictions articulated by the NCAA.

Third, the NCAA outlines permissible and impermissible activities concerning institutional support for the NIL collective. Namely, permissible activities include a staff member assisting the NIL entity to raise funds for the NIL entity through appearances at fundraisers or donated memorabilia, orchestrating meetings between donors and the NIL entity. Impermissible activities include donating cash directly to the NIL entity or indirectly to a specific person to solicit their donation and allowing an athletics staff member to be employed by the NIL entity.

Fourth, the institution may not negotiate, revenue share, or compensate the NIL entity for its services to the university. The NCAA lists examples such as the institution entering into a joint contract with the athlete concerning the sale of a product for the athlete’s NIL, or the athlete receiving compensation for promoting a competition in which the athlete is participating.

90 Id.
91 Id.
92 Id.
93 Id.
98 Id.
99 Id.
100 Id.
101 Id.
102 Id.
Each area of guidance is noticeably vague and fails to provide a clear enforcement mechanism. Although the conferences have a substantial role to play, they mostly reiterate the NCAA’s unclear guidance. The NCAA clarifies its enforcement guidance through memoranda sent to its member institutions.\(^{103}\) To date, the NCAA has only enforced the guidelines one time when it placed University of Miami on probation for NIL recruiting violations.\(^{104}\) Nevertheless, the NCAA’s recent guidance indicates that it intends to assume a more prominent role in the ongoing debate about athlete NIL.\(^{105}\) First, the NCAA, on June 26, 2023, sent a memorandum to its member institutions asserting that its guidance supersedes that of more lenient NIL laws passed by other states.\(^{106}\) Currently, 32 states have adopted legislation concerning NIL and some states have even included express language that bars the NCAA from enforcing its own NIL policy.\(^{107}\)

The burgeoning conflict between states and the NCAA is no more apparent than in Texas where the state legislature passed Texas House Bill 2804 which, in effect, prevents the NCAA from levying sanctions or punishments against universities in Texas who violate NCAA guidelines concerning NIL.\(^{108}\) At Texas A&M, the 12th Man+ Fund, an NIL collective, uses the university’s fundraising arm to further its fundraising efforts.\(^{109}\) Such an arrangement is in direct conflict with the aforementioned NCAA Guidance that forbids universities from fundraising for NIL.\(^{110}\) Nevertheless, the NCAA has taken no action on the matter.\(^{111}\)

As it relates to personal data, and in particular a determination of who owns the personal data collected from a college athlete, the relevant statutes in the United States, as well as the common law need to be analyzed. Some States have statutes that touch on personal data of NIL while others have proposed bills. There are a very few cases on this topic that have made it to


\(^{109}\) Id.

\(^{110}\) Id.

\(^{111}\) Id.
court; those that have made it have dealt with copyright law, privacy law, constitutional law, contract law, and antitrust law.

VII. Legal Precedent

A. Washington and Illinois Consumer Data Privacy Laws

As a federal law in the U.S., the Health Insurance Portability and Accountability Act (hereafter, “HIPAA”) established national standards to protect against the disclosure of an individual’s Protected Health Information ("PHI"). PHI is any information in the medical record or designated record set that can be used to identify an individual and that was created, used, or disclosed in the course of providing a health care service such as diagnosis or treatment. With respect to wearable technology, personal data is not categorized as PHI and not protected by HIPAA if the wearer is using the device and data for personal use. However, if a healthcare provider becomes involved and receives data from the wearable device, such personal data would become PHI. Notably, HIPAA, the predominant health-confidentiality law, aims to protect the confidentiality of interactions between patients and their doctors. Thus, HIPAA does not cover the numerous scenarios where health data and other related sensitive personal data is collected and stored by wearable device companies for personal and other non-medical uses, unless the data were requested by an individual’s medical provider. Covered entities under HIPAA include healthcare providers and related businesses associates. Educational institutions, professional sports teams, and employers are exempt from HIPAA, although teams may be subject to HIPPA when they act as health care providers.

Washington, Illinois, and California are three States that have relevant information on this topic. As previously noted, California’s CCPA has similar principles to the GDPR. Many other states have followed California in the implementation of their consumer data privacy acts. While some of the enacted privacy laws are extensive, there is a lack of guidance in the collection of an athlete’s personal data. On April 17, 2023, Washington State passed the Washington My Health My Data Act (hereafter, “WA Act”), with the purpose to protect individuals’ personal health data
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that is not covered under HIPAA.\textsuperscript{120} Under the WA Act, if data is collected from non-covered HIPAA entities, it is not provided the same protection as if it was collected by a healthcare provider.\textsuperscript{121} The WA Act is a very broad application of data privacy rights that took effect on March 31, 2024.\textsuperscript{122} The WA Act states that a regulated entity “may not collect, use, or share” consumer health data without obtaining the consumer’s affirmative consent prior to collection, use, or sharing for that specific use of collection.\textsuperscript{123} It defines consumer health data as “personal information that is linked or reasonably linkable to a consumer and that identifies the consumer’s past, present, or future physical or mental health status.”\textsuperscript{124} Consumer health data includes, but is not limited to, vital signs, biometric data (including physiological data), genetic data, and precise location information.\textsuperscript{125} It is important to note that the WA Act defines biometric data to include measurement of physiological data.\textsuperscript{126} The inclusion of physiological data and vital information is notable for college athletes as it excludes applicable universities from collecting, using, and selling physiological data collected from them.

The WA Act does state that “individuals acting in an employment context” are not included in the definition of a consumer.\textsuperscript{127} Given that college athletes are students and not employees in the school context, universities would not be able to collect, use, or sell data without obtaining prior consent. Unless the student-athlete is classified as an employee for a company collecting such health data, it seems the student-athlete would have the ability to control data collection regarding their health data.

Washington does not have a private cause of action for consumers. Instead, it offers a joint committee to review enforcement actions from the attorney general.\textsuperscript{128} Violations of the WA Act are considered a violation of the Washington Consumer Protection Act, in which a $7,500 fine is applied for each violation.\textsuperscript{129} These damages can be up to $25,000 if there was malicious intent.\textsuperscript{130} It is unclear whether each data point or data type collected from a student-athlete would be a violation or whether the data would be viewed in its totality; if the former, there could be a plethora of violations from capturing multiple types of data from a single student athlete in a single competition without consent. The WA Act has extreme breadth as it not only covers a Washington resident, but also a “natural person whose consumer health data is collected in
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Washington.” This may include any college athlete, from any state, playing or training in Washington.

Washington’s new law is broad and seems to provide student athletes rights and protection over various forms of their personal data. The WA Act’s opt-in requirement is different from the well-known CCPA, which provides the consumer the right to opt-out, also known as ability to withdraw consent. The CCPA was amended on December 16, 2020 and took effect on January 1, 2023. California was the first state to enact a comprehensive data privacy act, following the GDPR footsteps. The CCPA makes it clear that a business must provide notice that it is collecting personal information from a consumer; in this context, personal information includes biometric information. The CCPA specifies that biometric information includes physiological information as well as health or exercise data that contains identifying information. Various forms of student-athlete personal data collected from wearables or non-wearable devices today would likely be classified as biometric data or sensitive personal information. Under the latter, “personal information collected and analyzed concerning a consumer’s health” qualifies and requires notice to be provided and ability to opt-out. Notably, Washington does not specifically provide direction to data being transferred in and out of the state; however, it does cover the collection of the data. Many states have utilized California's data privacy act as a framework for its own laws.

The Illinois Personal Information Protection Act (“Illinois Act”) is another seminal statute for data protection. The Illinois Act applies to data collectors such as organizations, businesses, or other entities that collect, handle, or store non-public personal information. The Illinois Act’s important elements include breach notification, data disposal, and security requirements. The breach notification provision requires that covered organizations notify Illinois residents when any of their personal data has been compromised. The data disposal provision requires organizations to dispose of information that is not necessary for the organization’s services or operations. Finally, the security requirements provision requires data collectors to formulate and preserve “reasonable security measures” to protect an individual’s record from a potential breach. Unlike other state statutes, the Illinois Act includes a private right of action for violations of the law. A private right of action means that a private citizen can sue to enforce the Illinois Act. In contrast, other states maintain enforcement through public officials such as state agency representatives or attorneys general.

Currently, California has the most extensive consumer data privacy right act in the United States, while Washington has the most extensive data privacy rights for health data. While California and Washington both specifically cover protection of physiological data, states like Illinois do not specifically mention physiological data in its biometric data section, which includes “other unique physical representation or digital representation of biometric data.”

However, the digital representation of biometric data may be physiological data itself. The vague nature of these definitions will likely be interpreted by courts in years to come.

Washington was not the only state in 2023 to pass a strict health data privacy law; Nevada and Connecticut also followed. Nevada’s Act relating to data privacy, effective March 31, 2024, is very similar to Washington’s Act; however, a main difference is that Nevada does not create a private right of action. Connecticut amended the Connecticut Data Privacy Act on June 2, 2023 to address health data based on Senate Bill 3 (“SB 3”), which contained consumer health data provisions that would, among other things, prohibit entities from selling or processing consumer health data without obtaining consumer consent. However, the amendment focuses on reproductive or sexual health care data. These new acts and amendments are a step in the right direction for athletes to obtain more rights and control over their own personal data.

Most of the consumer data privacy right acts that have been passed focus on the right to information, right to access, right to delete, and right to modify personal information that has been collected by collectors and processors. However, most of the acts do not include or focus on the collection of health data not covered by HIPAA. Generally, HIPAA rules do not protect health information that isn’t created, received, maintained, or transmitted by covered entities, such as hospitals. Further, in some instances, athletes sign away their protected health information rights covered under HIPAA when they sign an informed consent form.

B. Who Does the General Data Privacy Regulation Apply to, and Why is it Relevant?

Outside the U.S., while the GDPR does not directly address ownership rights in personal data per se, it significantly empowers individuals by providing them with greater control over
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their personal information.\textsuperscript{148} The GDPR applies to all individuals within the EU, regardless of citizenship, meaning it covers non-citizens residing in the EU.\textsuperscript{149} For a US college athlete, this regulation would apply if they participate in activities involving the EU, such as international competitions, training, or activities in EU territories. In light of these, athletes need to be aware of how their personal data is collected, processed, and stored under GDPR rules. Compliance may require additional measures for data protection, impacting how they share their information with organizations, sponsors, and other entities operating within the EU.

Through mechanisms like the right to access, rectify, and erase personal data, as well as the right to data portability and the right to object to processing, the GDPR enables individuals to exert a substantial influence over how their information is handled.\textsuperscript{150} The GDPR also necessitates explicit consent for data processing activities, fostering transparency and accountability.\textsuperscript{151} While not framed explicitly as ownership rights, the GDPR establishes a sturdy framework that enhances individuals' autonomy and control over their personal data.\textsuperscript{152}

One argument for individual ownership of personal data rests on the premise that fundamental aspects of ownership align more closely with the rights and controls granted to individuals under regulations like the GDPR than with those held by companies. According to the Oxford Journal of Law and Biosciences, key elements of ownership include the right to exclude others, the ability to transfer ownership, divisibility of interest, and absolute enforceability of these rights. GDPR empowers individuals with the right to access and port their personal data, meaning companies cannot legally exclude them from their own data.\textsuperscript{153} This exclusion right is critical to the concept of ownership, implying that individuals are the sole entities capable of truly 'owning' their data.\textsuperscript{154} Thus, if personal data ownership were to be acknowledged, it logically follows that this ownership would belong to individuals rather than companies, as only individuals possess the full suite of rights necessary to meet the legal criteria for ownership.

The GDPR applies to the processing of personal data in situations involving the activities of a controller or processor within the EU, irrespective of whether the actual processing occurs within the EU.\textsuperscript{155} It also extends its applicability to the processing of personal data of individuals within the EU by controllers or processors located outside the Union, provided that the processing is connected to either offering goods or services to those individuals or monitoring their behavior within the EU.\textsuperscript{156} Additionally, the GDPR covers the processing of personal data by a controller not established in the Union but subject to Member State law due to public
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international law obligations. In essence, the GDPR has a broad reach, affecting all people in the EU whether or not they are citizens and providing a framework for similar laws around the world.

C. Relevant Definitions in the General Data Privacy Regulation

The enactment of the GDPR has had ripple effects globally as a model legal framework for collection processing, and use of personal data. While the GDPR is not the governing law in the United States and likely only affects a marginal number of collegiate athletes because most college athletes are American citizens and most events do not take place in Europe, familiarity with the law can be useful in navigating currently enacted and upcoming data privacy laws.

Under GDPR, “personal data” is defined as “any information relating to an identified or identifiable natural person… an identifiable natural person is anyone who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person.” Underneath this broad definition of “personal data” are subsections of data specifically mentioned including “genetic data,” “biometric data” and “data concerning health.” These data are notable under GDPR as they have different requirements for data controllers and processors related to consent and other relevant areas. The GDPR’s sweeping definition of personal data illuminates the European Union’s goal of standardized data protections.

The GDPR further goes on to define what “processing” means, encompassing a comprehensive range of activities, reflecting the multifaceted nature of data handling in the context of the GDPR. “Processing” includes not only fundamental actions such as collection, recording, and storage but also extends to more intricate operations like organization, structuring, and adaptation. The definition incorporates the various ways in which processed data can be utilized or shared, including “collection, recording, organization, structuring, storage, adaption or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise
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making available, alignment or combination, restriction, erasure or destruction.” Additionally, the regulatory scope covers actions like alignment or combination of data, imposition of restrictions, as well as the critical aspects of erasure or destruction. This exhaustive delineation underscores the GDPR’s intent to comprehensively regulate and safeguard the diverse processes involved in handling personal data.

Although there are more definitions that are relevant, an additional definition to focus on is how “pseudonymization” is defined. This term refers to the methodical processing of personal data in a manner that severs its direct link to a specific data subject without obliterating its utility. Through “pseudonymization”, the personal data remains functional for intended purposes but becomes detached from immediate identification. However, to uphold the integrity of this privacy safeguard, the supplementary data must be subject to rigorous technical and organizational measures.

D. Current Bills

Many important actors, including the NCAA President, Charlie Baker, have called for Congress to pass comprehensive NIL legislation to solve the patchwork of state laws on the issue. However, little progress has been made, and prospects of material change are unknown until there is more political appetite or consensus on the issue of NIL. Nevertheless, several draft bills from the House of Representatives and the Senate provide insight into Congress’s thinking on the subject. First, Senator Chris Murphy and Congresswoman Lori Trahan have advocated for a bill that would essentially create an unimpeded market for endorsement deals in college athletics. Senator Cory Booker proposed a bill that would create the College Athletics Corporation, an independent body that would have investigative and supervisory powers over matters concerning collegiate athletics – particularly, NIL. Conversely, members of the Senate
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Commerce Committee, Tommy Tuberville and Joe Manchin, proposed the Protecting Athletes, Schools, and Sports (PASS) Act which included the following changes: reallocating federal funds, such as pell grants, away from college athletics, requiring the NCAA to maintain a uniform standard to properly enforce NIL, requiring NIL entities and boosters to be affiliated with college or university, creating a “Uniform Standard Contract” for student-athlete use in NIL deals, and prohibiting NIL agreements associated with alcohol and drugs, or in conflict with “existing school or conference licenses.” Additionally, the PASS Act would require anonymized NIL data to be published on a publicly accessible website.

However, another pending bill is far more expansive as it addresses a systemic issue in collegiate sports: the employment status of a collegiate athlete. Senators Bernie Sanders of Vermont and Chris Murphy of Connecticut introduced the College Athlete Right to Organize Act (“Athlete Act”). The Athlete Act would amend the National Labor Relations Act to expand the definition of employee to include, “any individual who participates in an intercollegiate sports for an institution of higher education and is a student enrolled in the institution of higher education.” To satisfy this definition, the Athlete Act demands the athlete meet several requirements: (1) the athlete receives direct compensation in any form such as scholarships, financial assistance, or other grants; and (2) participation in a collegiate sport at the university. Similar to the professional athlete model, collegiate athletes, with their newfound status as “employees”, could collectively bargain for specific pay, working conditions, practice hours, and other benefits. This proposed model begs the question as to what the NCAA’s specific role - if any - would be in policing such a model.

In the health data space, Senators Amy Klobuchar, Elizabeth Warren, and Mazie Hirono introduced the Upholding Protections for Health and Online Location Data Privacy Act that would expand statutory protections on health and location data stored on wearable devices and other data capturing systems. Currently, there are few restrictions on entities that collect consumer personal data from selling, sharing, transferring, or providing access to such information—regardless of whether such information is identifiable or not. This bill seeks to
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prevent companies from monetizing personally identifiable health and location data.\textsuperscript{187} Additionally, it provides consumers with increased ownership and control of their health and location data while restricting companies from using and collecting information without the individual’s consent.\textsuperscript{188}

In addition to proposed legislation, administrative agencies have stepped in to further define the boundaries of data protection for personal data.\textsuperscript{189} Currently, the Federal Trade Commission has a “Health Breach Notification Rule” that covers specific businesses such as “vendors of personal health records, personal health related entities, and third party service providers.”\textsuperscript{190} In case of any security breach to any of these businesses, the rule requires the listed companies to notify affected consumers.\textsuperscript{191} The FTC defines a breach as “unauthorized acquisition of identifiable health information that occurs as a result of a data security breach or an unauthorized disclosure by the company itself.”\textsuperscript{192} An amended rule, which completed notice and comment on August 8, 2023, would expand the rules scope to health-based applications and clarify the concerns surrounding vendors that “draw [personal health records] data from multiple sources.”\textsuperscript{193}

\section*{E. One Previously Proposed Bill}

Previous legislation has also aimed to tackle some of these issues. In August 2020, United States Senators Jeff Merkley and Bernie Sanders introduced the \textit{National Biometric Information Privacy Act of 2020} (hereafter, “Privacy Act”), the first comprehensive federal biometric data privacy law.\textsuperscript{194} The Privacy Act was modeled after the Illinois Act, and contained several key provisions: (1) data collectors must obtain consent before collecting and transmitting an individual's biometric information and identifiers; (2) a private right of action against organizations in violation of the act; (3) a duty to safeguard biometric data to prevent unauthorized use; (4) the organizations in possession of the biometric data were required to formulate a retention policy to dispose of data that the organization no longer uses for any business or other purpose; and (5) employers cannot condition employment on consent from the
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employee to collect personal or biometric data. This Privacy Act has since stalled and has not yet been enacted.

The Security Industry Association (hereafter, “SIA”), a security solutions trade organization, was one of the leading organizations that opposed the Privacy Act. The SIA opposed the Privacy Act’s potential harm to effective law enforcement operations – namely, the impact on the use of facial recognition technology. The SIA asserted that the law imposed a “blanket ban” on biometric and image analytics technologies, which could stymie U.S. innovation in these crucial emerging technological arenas.

F. Effectiveness of Legal Damages

Currently, most states do not allow for a private right of action regarding data privacy violations, limiting an athlete’s ability to bring a lawsuit and obtain damages. The CCPA allows for a private right of action only for leakage of consumer personal information; otherwise, it is up to a created agency to bring up a violation. Additionally, the California Agency created by the CCPA to handle violations may allow for a 30-day cure period. The punishment ranges per violation as it can be a cease and desist violation and/or a $2,500 fine. The fine may even reach $7,500 if the violation was intentional. While a state like Colorado does not allow a private right of action, possible damages for violations in the state are far greater than California’s fines and other states with data privacy rights. Under Colorado law, a violation is said to constitute a deceptive trade practice and a violation under the deceptive trade practice, which can be up to $20,000 per violation.

VIII. Case Law

A. General Overview

The evolving landscape of college athletics encompasses critical issues such as the employer-employee relationship between institutions and athletes, the concept of amateurism, and the implications of monetary compensation for Name, Image, and Likeness (NIL) rights.
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This discussion delves into how these factors intersect and shape the experiences and opportunities for college athletes today.

The world of college athletics and monetary compensation has come a long way since 2015. In O’Bannon v. NCAA, a former UCLA college basketball player and an Arizona State football player were unaware that they had been depicted in an NCAA video game, and upon finding out, they sued the NCAA and the Collegiate Licensing Company (“CLC”), the entity that licenses the trademarks of the NCAA and some schools.206 The district court entered judgment for the plaintiffs and ruled that “prohibiting student-athletes from receiving compensation for their NILs violate[s] section 1 of the Sherman Act.”207 The Ninth Circuit Court of Appeals affirmed in part and vacated in part, concluding that student-athletes could receive scholarships up to the entire amount of tuition but could not receive the suggested $5,000 per year in “deferred compensation.”208

The legal battle, initiated by former college athletes who discovered their likeness was being exploited in an NCAA video game, marked a turning point in control of individual rights.209 Their lawsuit against the NCAA and the CLC underscored the issue of student-athletes being depicted without their knowledge or compensation.210 The O’Bannon court relied on the Court’s clarification in Board of Regents that “[i]t is reasonable to assume that most of the regulatory controls of the NCAA are justifiable means of fostering competition among amateur athletic teams and therefore procompetitive because they enhance public interest in intercollegiate athletics.”211 With this ruling, the courts began to remove the restrictions in place that stopped athletes from benefiting from their NIL, but not without some limitations.212 The circuit court borrowed the Supreme Court’s analogy, saying “the market for college football is distinct from other sports markets and must be ‘differentiate[d]’ from professional sports.”213 Although this ruling showed the court's intention to maintain amateurism in college athletics, it also showed the beginning of the demise of the argument of amateurism alone in defense of rules and regulations by the NCAA.214

A few years later in 2021, the United States District Court for the Eastern District of Pennsylvania advanced the discussion further. In Johnson v. NCAA, the court considered the employee status of various college athletes from multiple different sports and universities.215 Although not a dispositive answer, the court laid out some factors, including the time spent doing
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athletic related activities and class scheduling policies, that indicated it was plausible that there might be an employer-employee relationship between the universities and the student-athletes.216 Similarly, the court used the primary beneficiary test in Glatt v. Fox Searchlight to determine whether the athlete or the university is the primary beneficiary of the relationship.217 Specifically, the court in Johnson v. NCAA emphasized the significance of the control exercised by universities over their student-athletes, delving into areas such as training regimens, team rules, and the extent of supervision during athletic activities.218 By scrutinizing the nuances of class scheduling policies, the court hinted at a potential nexus between academic obligations and the athletes’ status as employees.219 While the ruling did not conclusively establish a precedent, it underscored the evolving nature of the debate surrounding the employment status of college athletes.220 The decision’s exploration of these factors opens the door to further legal deliberations on the intricate dynamics between universities and their student-athletes, paving the way for potential shifts in the broader landscape of collegiate sports labor law.221 Johnson v. NCAA is now pending in the Third Circuit where its resolution could have reverberating effects on the employment status of collegiate football players.

Since the Johnson case, however, there has been a noticeable shift in student-athletes-as-employees debate. Following the Johnson holding, the National Labor Relations Board (hereafter, “NLRB”) issued updated guidance on collegiate football players as employees.222 Specifically, the NLRB’s General Counsel, Jennifer Abruzzo, stated that the “student-athlete” label for Division 1 Football Bowl Subdivision (hereafter, “FBS”) players is a misclassification such that it violates § 8(a)(1) of the National Labor Relations Act.223 To reach such a conclusion, the NLRB referenced the common law definition of “employee”: a person ‘who performs services for another and is subject to another’s right of control.’224 Here, as the Abruzzo explains, athletes provide a service by playing football and generating millions of dollars in return for a full-cost-of-attendance scholarship and a stipend for such performance.225
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Moreover, the NCAA exercises control through its terms and conditions affecting player’s performance on the field.\textsuperscript{226} Additionally, the university exercises the “manner and means” of control concerning the players daily routines on the field and in their daily activities.\textsuperscript{227} Effectively, granting such employment status to athletes would enable them to “speak out about their terms and conditions of employment or to self-organization.”\textsuperscript{228} The NLRB also referenced the employee-employer issues that Justice Kavanaugh addressed in his concurring opinion in *Alston*, which Kavanaugh believed could be addressed through the collective bargaining process.\textsuperscript{229} Furthermore, the guidance made reference to the changing economic reality of players who are now permitted to monetize their NIL.\textsuperscript{230}

Previously, the NLRB’s guidance reflected the conservative, hands-off approach that many entities took regarding this topic. In 2015, the NLRB rejected the Northwestern University football team’s attempt to unionize to be able to collectively bargain for secure extended rights and safer working conditions as collegiate football players.\textsuperscript{231} Nevertheless, the NLRB issued a narrow rejection of this well-publicized unionization attempt.\textsuperscript{232} The NLRB declined to exercise jurisdiction over the matter because of the NCAA and Big Ten’s substantial control over the affairs of its member institutions.\textsuperscript{233} The NLRB explained that any piecemeal attempts to change the status of student athletes would disrupt labor stability amongst the schools.\textsuperscript{234} However, the NLRB stated affirmatively that its decision did not preclude future determinations regarding collegiate athletes’ employment status since this issue went undecided in that case.\textsuperscript{235}

Thus, Abruzzo and the NLRB rejected the notion that its earlier Northwestern University decision precluded a future determination that collegiate football players are not employees.\textsuperscript{236} Namely, the NLRB explained that its previous decision merely declined to assume jurisdiction over the issue concerning Northwestern football players.\textsuperscript{237} It did not, however, rule on the status of collegiate football players as employees.\textsuperscript{238} Nevertheless, any policy changes to the NLRB’s stance on this issue would be analyzed under the “arbitrary and capricious” standard of review - a deferential agency standard which requires only that an executive agency, independent or otherwise, supply reasons for any changes to its previous policy.\textsuperscript{239} As such, the NLRB has wide latitude to issue new findings that support football player’s status as employees of their respective university.
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Since Abruzzo’s memo, the NLRB has been regionally active on the issue of collegiate athletes as employees but has not issued any authoritative decisions. As of now, the NLRB has not established whether student-athletes are employees. Instead, regional offices have issued decisions on the employment topic. In one example, Laura Sacks, the regional director of NLRB’s Region 1, issued a decision deeming Dartmouth basketball players as employees given the work performed by the student-athletes on behalf of Dartmouth.240

B. Copyright Law

Copyright law is designed to protect the original works of authors, creators, and artists, providing them with exclusive rights to control the use and distribution of their creations in order to promote creativity and innovation.241 This body of law encompasses a broad spectrum of creative expressions, including literary works, music, visual arts, and software. By granting creators the exclusive rights to reproduce, distribute, perform, and display their works, copyright law incentivizes the production of original content while ensuring that creators can benefit economically from their intellectual endeavors. While copyright law is essential for safeguarding creative expressions, it may also apply to athletes and their NIL and personal data.

Data is commonly perceived as factual information within the realm of copyright. In accordance with copyright law, the distinction is clear - facts themselves are not eligible for copyright protection. This principle reflects the legal understanding that while the organization and presentation of data may be subject to copyright, the raw data itself is considered part of the public domain. Up to this point, the court has required some sort of creation rather than merely a discovery.242 Copyright protection is a likely avenue for athletes trying to gain control over their personal data. Case law has furthered our understanding of where the line is to be drawn concerning what is and is not a copyrightable compilation of facts.

The prevailing authority on what is a copyrightable compilation of facts has been and still is the Supreme Court’s decision in Feist Publ'ns, Inc. v. Rural Tel. Serv. Co.243 Here, the Court addressed the issue of differentiating between facts and compilations of facts saying that the issue was “one between creation and discovery.”244 According to the Court, “all facts -- scientific, historical, biographical, and news of the day… ‘may not be copyrighted and are part of the public domain available to every person.’”245 The Court went on to say that while facts themselves are not eligible for copyright protection, compilations of facts may be subject to
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copyright protection. However, not every compilation of facts is copyrightable. The Court goes on to explain how there must be some minimal degree of creativity and originality in the arrangement of the facts. The company failed to meet the creativity requirement because it was simply an arrangement of names and addresses of individuals.

The decision in *Feist* offered three elements that must be met when determining the copyrightability of a compilation of otherwise uncopyrightable facts. These three requirements are “(1) the collection and assembly of pre-existing material, facts or data; (2) the selection, coordination, or arrangement of those materials; and (3) the creation, by virtue of the particular selection, coordination, or arrangement, of an 'original' work of authorship.” These three requirements ensure that copyright protections are limited to works of authorship and not mere facts.

The *Feist Publ'ns, Inc. v. Rural Tel. Serv. Co.* decision continues to stand as the definitive authority on the copyrightability of compilations of facts. The Supreme Court’s decision in *Feist* is still cited often in cases involving the copyrightability of any kind and clarified the nuanced distinction between facts and compilations. This landmark decision provides essential guidance in navigating the delicate balance between protecting intellectual property and preserving the free flow of factual information in the public domain.

While there are no intellectual property rights in plain facts, a database will be protected by copyright law in markets like the United Kingdom (hereafter, “UK”) if the selection or arrangement of its contents constitute the creator’s own intellectual creation (section 3A(2) of the Copyright, Designs and Patents Act 1988). This means that if an individual selects, assembles, and arranges data in an original way, the individual could claim database rights under copyright law related to the arrangement of information, but not ownership rights via copyright law to the underlying information itself. For example, according to the publication “Research and Commercial Use of Healthcare Data in the UK” by UK law firm Anthony Collins Solicitors, “an alphabetical list of traders within a particular area would in itself be unlikely to attract copyright protection.” However, if the traders were also graded for several other criteria by means of research carried out by the compiler of the database, including, for example, by reference to
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customer satisfaction (i.e., the author’s own intellectual creation), then it may attract copyright protection. In another example, expressions and compilations of facts about patients by doctors (e.g., medical notes related to a condition) may be copyrightable under English copyright law if it shows sufficient selection and arrangement to constitute the author’s intellectual creation.\textsuperscript{257} By contrast, a patient who records their health information using an app is not selecting or arranging the information they record through their own initiative; they are, in many cases, following prompts from the app, which organize the information for the patient. Therefore, these inputs would likely not be protected by copyright law.\textsuperscript{258}

In sports, issues related to data and copyright law have intersected in cases such as \textit{NBA v. Motorola, Inc.} In \textit{Motorola}, the company sold a paging device (i.e., a beeper) that would provide the purchasers with a “data feed” from NBA games.\textsuperscript{259} The “data feed” was supplied by sports data company STATS, which employed people to watch and/or listen to the games in order to collect real-time information (e.g., score changes, which team was in possession, the time of the game), then transmitting such information to those who purchased the paging device.\textsuperscript{260} The NBA sued saying the game was a copyrighted broadcast.\textsuperscript{261} However, the court held that “basketball games do not fall within the subject matter of federal copyright protection,” saying that sports events are not “authored” by any typical meaning of the word.\textsuperscript{262} If the company had used parts of the broadcast instead of facts from the games, they may well have been infringing, but because they only used facts that could be easily obtained by anyone in the arena, there was neither a free rider nor an infringement problem.\textsuperscript{263} The company was therefore allowed to use the stats from the game in their service without infringing on a copyright, because it was impossible for the NBA to own the facts from their games.\textsuperscript{264}

This case is important because while not extremely explicit in assessing the athletes’ ownership rights in certain data from sporting events they are participating in, it does show that without some sort of creativity and input (e.g. a broadcast), the NBA or some other league cannot assert ownership over data from their events.\textsuperscript{265} \textit{NBA v. Motorola} lays out one potential pathway for players to gain exclusionary and monetary rights over their personal data.\textsuperscript{266} Like the NBA and other broadcast networks do by compiling the stats into a broadcast for television viewing, the athlete could create a package of information that is copyrightable as a compilation of facts.\textsuperscript{267}

The question as to whether certain forms of personal data could be considered “facts” becomes nuanced as more techniques are applied to derive such facts. For example, in the case of
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leveraging a sensor to generate an athlete’s heart rate beat per minute (hereafter, “BPM”) value, one could argue that the underlying raw data used to generate such a measurement could be considered a fact, even though the raw information itself is likely a signal derived from an array of selected technologies and processes combined together in a unique way to extract such a signal. However, the question becomes: is the derivative of that raw data – the heart rate value – also considered a fact? One viewpoint is that data generated from sensors that provide a derived output (e.g., a heart rate BPM value or other reading related to the body derived from raw information) would also likely be considered a fact with the methods or processes to create the heart rate calculation being protected by other IP law (e.g., patent law). But the idea that the heart rate BPM value is a derived value based upon calculations that may be considered original expression of works – thereby affording it copyright protection – is not out of the question. In such scenarios, determining ownership of the copyright may be a further challenge. Is the original expression of work derived from the athlete whose body is functioning physiologically and providing a unique biological signal that enables the BPM to be calculated, or is it derived from the individual who creates the algorithm that allows the interpretation and unique expression of the signal to occur and manifest itself in a form that represents a BPM value?

Another case explicitly addressing intellectual property rights of leagues was the National Football League v. Governor of Delaware where the court held, among other things, that use by a third party of the National Football League’s (“NFL”) schedules, scores, and public popularity in the Delaware State lottery did not amount to a misappropriation of the league’s intellectual property.\(^\text{268}\) Importantly, this case was one of the initial cases concerning sports betting in the United States.\(^\text{269}\) Here, the twenty-eight member clubs filed a lawsuit against the Governor and the Director of the State Lottery seeking permanent injunctive relief to bar the Delaware State Lottery from using the NFL’s schedules, scores, and popularity.\(^\text{270}\) The core NFL argument was that the Lottery’s use of the NFL’s data for commercial purposes related to gambling effectively created a “forced association with gambling,” which constituted an unlawful interference with their property rights on federal, state, and common law grounds.\(^\text{271}\) The NFL further argued that the plaintiffs interfered with the use of their intellectual property rights by misappropriating the plaintiff’s efforts and resulting product by “endeavoring to reap where it has not sown.” Nevertheless, the court determined that the popularity, schedule, and scores of NFL games had already been broadly distributed to the public by the NFL. The court reasoned that once these items had been broadly distributed, they no longer have “any expectation of obtaining revenue from further dissemination.”\(^\text{272}\)
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C. Where Sports Betting Meets Constitutional Law

Related to the issues surrounding copyright law are the cases that concern sports betting. Since the Supreme Court struck down the federal ban on sports gambling in Murphy v. NCAA in 2018, states have swiftly legalized sports gambling in a myriad of forms.273 In Murphy v. NCAA, the Supreme Court decided the issue of whether Congress could directly order state legislatures to refrain from passing legislation that legalized sports betting.274 Congress had prohibited states from legalizing gambling on sports through the Professional and Amateur Sports Protection Act of 1992 (“PASPA”).275 The Supreme Court held that the law was unconstitutional under the anti-commandeering doctrine, which prohibits the federal government from commandeering a state to comply with specific legislative requirements.276 The Court decision solidified state control over sports betting and opened the industry of sports betting to previously reluctant states.277

Since the Murphy decision, the significant growth of sports betting has spawned the increased use of league and player data by sports betting companies.278 As betting companies have increased the amount and sophistication of the data used, several states have countered by passing laws which require betting companies to purchase their sports gambling data directly from the leagues from which they obtain the sports information.279

While in some cases the data used by sports betting operators must be official league data, such a mandate is subject to the data being available at a “commercially reasonable” acquisition cost from the league. For example, in Michigan, if official league data is not provided on commercially reasonable teams, sports betting operators can use other approved data sources. Michigan lists multiple factors when determining whether official league data is offered on commercially reasonable terms including: (1) whether the data is available from more than one authorized source under materially different terms; (2) the availability and cost of comparable data from other sources; (3) the market information about the data available to sports betting operators; (3) characteristics of official league data and alternate data sources regarding the nature, quantity, quality, integrity, completeness, accuracy, reliability, availability, and timeliness of the data; and (4) the extent to which sport governing bodies have made such data available to settle such bets.280 Similarly, Illinois requires that companies purchase official league data for any play-in wager or bet, except for data that concerns the final score of the game. In both states, the data must be available on “commercially reasonable terms.”281
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are those that are “fair or done in good faith.” To act in good faith, courts typically look to industry norms to determine whether pricing of the data fits the definition of commercially reasonable. Currently, 30 states offer some form of legal sports betting, while 26 states allow online sports betting. The pushing for greater access to an athlete’s personal data by betting companies is a significant driver for laws and regulations being created and adjusted.

D. Privacy Law and the 1st Amendment of the Constitution

Collegiate athletes have seen their right to privacy diminished through the collection of their health data by universities to measure performance and test for banned substances. For example, in Hill v. National collegiate athletic association, the court held that the NCAA drug testing program does not violate a student-athlete’s right to privacy. The court reasoned that the student-athlete’s expectation of privacy is outweighed by the NCAA’s “legitimate regulatory objectives in conducting testing” to ensure that its sports are drug-free competition. The court further explained that the student-athletes forgo some of their privacy for the privilege of engaging in extracurricular activities with the university and that the right to privacy in one’s personal information is heavily dependent on the relevant state statute.

Recent innovations in the wearable technology space have presented difficult privacy issues for collegiate athletes that transcend the performance benefits that these devices provide. At many universities, athletes are forced by the school to wear the school-provided wearable devices in order to track their performance data. In contrast to professional sports leagues, which provide thorough restrictions on collection, use, and processing of athlete data in the league’s collective bargaining agreement(s) (hereafter “CBA), the NCAA does not provide any guidance on the privacy interests of collegiate athletes’ personal data.

Nevertheless, the Fourth Amendment of the United States Constitution protects an individual's right to privacy against unreasonable searches and seizures by public officials. U.S. courts have adopted two primary tests to determine the occurrence of a search or seizure: the reasonable expectation of privacy test and the trespass test. The seminal case of Katz v. United States provided the test for a trespass: whether “there is a reasonable expectation of privacy upon which one may justifiably rely.” Whether the Fourth Amendment protects an
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individual from such privacy intrusions depends on “whether the area was one in which there was a reasonable expectation of freedom from governmental intrusion.” 293 Later, the United States v. Jones case revised the analysis in Katz when it held that the installation of a GPS surveillance device to monitor a vehicle’s movements constitutes a search. 294 Central to the Court’s analysis was that the placement of GPS devices on a vehicle constitutes an actual physical trespass in violation of the Fourth Amendment. 295 Thus, the court explained that physical trespasses are protected by Jones and transmission of “electronic signals without trespass would remain subject to the Katz analysis” involving the reasonable expectation of privacy. 296 In a later case, Grady v. North Carolina, the Supreme Court further illustrated this principle when considering a requirement that an individual wear a tracking device without their consent “to track an individual’s movement.” 297

To determine a person’s reasonable expectation of privacy, courts use the following test: 1. “[the person] has a subjective expectation of privacy; and 2. “That expectation of privacy is viewed by society as legitimate.” 298 Courts then balance the “intrusion on the individual’s Fourth Amendment interests against its promotion of legitimate government interest.” 299 Nevertheless, consent that is “freely and voluntarily given” by an individual can negate any Fourth Amendment Privacy claims. When courts determine whether consent was voluntarily given, the courts look to the nature of the consent. 300 Specifically, the court examined whether consent was “the product of an essentially free and unconstrained choice.” 301 Voluntariness is then determined under the totality of circumstances test where the court evaluates the entire factual basis of the intrusion. Importantly, the court will look at whether the consent was obtained by coercion through an “implied threat or covert force.” 302

Forced consent remains a difficult issue for collegiate athletes—even in an era in which they have significantly more financial leverage. Presently, collegiate athletes at all levels are being asked to allow for collection an ever-increasing array of personal data by the schools. Pursuant to such collection, schools will analyze a player’s sweat, blood, body temperature, and other health indicators through a variety of wearable and other sensing systems. The reasons schools have increased their surveillance of their players is quite transparent: for performance analysis and optimization, injury prevention, and monetization. By investing in new technologies that carefully analyze a player’s personal data, schools can evaluate and predict player performance under different conditions. Furthermore, the use of such technologies for collection can occur round the clock—that is, during practices, games, and non-sports related activity.
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Consequently, the use of such data for performance analysis has become increasingly lucrative for sportswear and gambling.\textsuperscript{303} Therefore, an athlete’s decision to allow carte blanche collection of his or her personal data has both privacy and monetary implications for that player.

Importantly, some collegiate athletes at the largest schools have increasingly obtained representation prior to their enrollment in school. Complicating the concerns about the right to privacy is that the First Amendment likewise implicates the rights of collegiate athletes ownership and use of their data. Entities in the industry have asserted in previous litigation that “[c]ourts broadly construe matters of public concern to encompass news reports about all manner of subjects of interest to substantial portions of the public, including news about sports and entertainment.”\textsuperscript{304} The Supreme Court in \textit{Snyder} established a two-prong test for determining when speech constitutes a matter of public concern: 1. “When it can be fairly considered as relating to any matter of political, social, or other concern to the community,” or 2. “When the speech is a subject of legitimate news interest; that is, a subject of general interest and of value and concern to the public.”\textsuperscript{305} The question here is whether and how either of these prongs implicate the use of sports data.\textsuperscript{306} First, there must be a governmental actor infringing on an individual’s free speech. Second, one must determine whether the location of the infringement was in the public domain or at a taxpayer-funded stadium. Furthermore, one must determine whether an attempt to limit or regulate speech was “content-neutral,” or did not show favoritism for a particular viewpoint. Additionally, further protections for copyrightable items prevent the unauthorized use of such items. However, as already mentioned, facts are not copyrightable since they merely exist in the public domain. Nevertheless, intellectual property and First Amendment concerns underscore the concern about free-riding that occurs in misappropriation - namely, that one gains a commercial advantage from using another’s work. In the sports context, companies who use sports data for news, betting, and analytics service an unequivocal pecuniary benefit by using such data to enhance their product. This proposition has been recognized in several court cases concerning sports data and their commercial use.

In \textit{Morris v. PGA Tour}, the Eleventh Circuit of the United States Court of Appeals held that a newspaper could not report real-time golf scores since the newspaper misappropriated the golf-tour’s in house real-time scoring system.\textsuperscript{307} The Eleventh Circuit agreed with the PGA Tour’s “free-riding” justification as supporting the Tour’s “legitimate pro-competitive reason for imposing a restriction on Morris.”\textsuperscript{308} Furthermore, the PGA Tour has control over access to its events and, by extension, “controls the right of access to that information and can place restrictions on those attending the private event, giving the PGA Tour a property right that the
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Court will protect.” The Court added that the point at which the information is no longer protected is when it has been publicly disseminated.

**E. Quasi-Property Rights**

*International News Service v. Associated Press* established the principle that a quasi-property right exists, which protects the investment of resources in gathering and disseminating timely news against direct competition that seeks to free-ride on those efforts. This principle could potentially apply to the personal data and NIL rights of collegiate athletes, as these rights involve the control and commercial use of one's identity and associated data, which are gathered and maintained at a cost.

Regarding student-athletes, it could be analogized that this quasi-property right should protect the efforts and resources invested by athletes in building their personal brands and marketability, which are comparable to the newsgathering efforts in the *International News Service v. Associated Press* case. Just as the Associated Press was allowed to protect its news content from being freely used by competitors, athletes could argue for a similar protection against unauthorized commercial use of their personal data and NIL rights by third parties seeking to profit from their labor without compensation or consent.

**F. Federal Statutes at Issue**

HIPAA plays an important role in protecting sensitive information on a national level. Since team trainers and physicians are employed by the university, they are not covered entities under HIPAA. Nevertheless, outside healthcare providers, such as physicians and physical therapists who assist student-athletes, are still covered under the HIPAA provisions. Professional athletes mitigate their lack of coverage under HIPAA by bargaining for specific privacy protections concerning their health in the league’s CBA. By mandating that leagues protect various forms of their personal data, professional athletes have leverage to ensure that they have some control over the use of records. For collegiate athletes, however, no such collective bargaining agreements prevent the unauthorized use of their personal health data.
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In contrast to HIPAA, the Family Education Rights and Privacy Act (hereafter, “FERPA”) does apply to educational institutions – including affiliated intercollegiate athletic programs.\(^{317}\) FERPA protects student educational records from unauthorized disclosure as a condition for the receipt of federal educational funds.\(^{318}\) FERPA contains several essential provisions to protect student records: (1) academic institutions may not disclose student educational records to third parties without the express written consent of the student; and (2) students have the right to access their educational records. To be covered under either of these provisions, the records must contain directly “identifiable” information about the student at issue.\(^{319}\) FERPA defines records as “files, documents and other materials which (i) contain information directly related to a student; and (ii) are maintained by an educational agency or institution or by a person acting [on behalf of] the agency or institution.”\(^{320}\) However, the enforcement power of FERPA was undermined in the Supreme Court case *Gonzaga University v. Doe* when the Court held that FERPA does not provide a private right of action for students.\(^{321}\) As a result of the *Gonzaga* holding, students can only bring claims for violations of FERPA via administrative complaints through the Family Policy Compliance Office or through tort violations – such as invasion of privacy.\(^{322}\)

Under FERPA, an open question remains as to whether student-athlete biometric and health data falls within the scope of the law.\(^{323}\) Nevertheless, student-athlete data could be considered an “educational record” that is maintained by the “educational agency or institution” by a court that considers the present reality of this data.\(^{324}\) Namely, if the data collected directly pertains to the student, the data contains an express identifier, and it is maintained by a third-party entity, such as a data collector, then the use of such information may amount to a FERPA violation.\(^{325}\) If a collegiate athlete's data is classified as an educational record under FERPA, it is subject to strict privacy protections, requiring written consent for disclosure and granting students’ rights to access and amend their records.\(^{326}\) Institutions are responsible for safeguarding this data and can face investigations and sanctions for violations, although there have been no significant monetary payouts specifically aside from withdrawal of federal funding for FERPA breaches.\(^{327}\) However, similar laws like the Illinois Biometric Information Privacy
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Act (hereafter, “BIPA”) have resulted in substantial settlements, including a $500 million settlement with Facebook, that may be useful to gauge the monetary value potentially at stake.  

States like Illinois have established a few landmark cases regarding consumer data privacy violations. Illinois passed BIPA in 2008 that focuses on biometrics for businesses and security screening, such as using a finger-scanner at stores and cafes. An Illinois supreme court case decided in early 2023 provided a high amount of damages for violating the BIPA. In Cothron v. White Castle System, an employee filed a class action for failure to obtain written consent before requiring fingerprint scans. The supreme court of Illinois said that violations were on a per scan basis and that each time the biometric identifier was collected, a violation occurred. This meant that each time – and not just the first time – the information was collected, there was a violation. The court said the damages may collectively exceed $17 billion.

Another landmark case occurred in 2021 when a class action was filed against a website for violating BIPA. In the case of In Re Facebook Biometric Information Privacy litigation, the court granted a proposed $650 million settlement. Facebook collected and stored users’ biometric data without consent from the user, in violation of BIPA. The court points out that “the $650 million settlement amount is less than the theoretical possibility of billions of dollars were the class to hit a home run at trial.”

A class action was filed against BNSF Railway Company that required truck drivers to scan fingerprints to verify their identity, in alleged violation of BIPA. The jury awarded the damages of $228 million; however, the court granted BNSF’s motion for a new trial to re-assess the damages amount because the damages in the BIPA statute are discretionary and not
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mandatory. Following the trial, in September 2023, it was reported that BNSF Railway agreed to settle rather than go back to trial.\textsuperscript{339}

An important distinction compared to FERPA is that BIPA includes a private right of action. Though the damages could be the same if the state is bringing suit, the user would not get the benefit or have the ability to bring the charges themselves.\textsuperscript{340} While these cases are not specific to biometric data violations or for athlete data specifically, the damages awarded for similar privacy violations could potentially be similar.

The United States federal statutes covering data privacy also have a few examples of damages awarded. In 2023 Microsoft settled with the U.S. Federal Trade Commission (the “FTC”) for violation of the U.S. Children’s Online Privacy Protection Act.\textsuperscript{341} The settlement amount was reported as $20 million.\textsuperscript{342} Similarly, Equifax agreed to $671 million in a settlement with the FTC after a 2017 Equifax data breach.\textsuperscript{343}

Other parts of the world are also handling damages for violations of data privacy rights in prospective countries. In Denmark, an online gambling service, Bet365, was brought to a Danish court for using names and photos of football athletes without consent.\textsuperscript{344} Bet 365 was ordered by the court to pay $697,000 (4.7 million Danish Crowns) to athletes.\textsuperscript{345}

\textbf{G. Contract Law}

With an absence of a clear legal framework surrounding the collection of personal data in college athletics, protecting the student-athlete from improper or unethical data collection and use is of the utmost importance.\textsuperscript{346} Previously, women’s basketball has had an issue with personal data and forced consent.\textsuperscript{347} The head coach of the women's basketball team at Texas Tech University was fired after it was uncovered that, among other things, she was forcing her players
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to wear heart monitors during games and practice. The resulting data would then be used in a punitive manner if a certain threshold heart rate was not reached or sustained. In the aftermath, when many players on the team were asked about the situation, some players felt they had not been in a position to confront their coach due to the power imbalance and what was at stake (e.g., playing time, scholarships, and professional opportunities).

Beyond the challenge of coercion in contractual agreements exists a significant concern regarding athletes' lack of awareness about their rights and the implications of their consent. Most college athletes are wholly unaware about their rights related to their personal data. Furthermore, most college athletes' eligibility to participate in their respective sport is conditioned on the consent to certain waivers and agreements. In doing so, the universities have all but abandoned the voluntariness of the agreement and have instead forced the athletes to consent lest they suffer the consequences (e.g., not participate in college sports at the university). Forced consent or uninformed consent is unethical and needs to be addressed in order to protect college athletes.

The proposals from the NCAA DI Council illustrate their acknowledgement of such problems and their attempt to proactively address future encroachments on the rights of the student athlete. The proposals include the introduction of the practice of using standardized contract terms for college athletes NIL agreements. Although these proposals are aimed more generally at NIL sponsorship deals and arrangements of that nature, these proposals would serve the player’s interest in securing rights related to their own personal data as well. The NCAA DI Council's proposal additionally aim to tackle the deficiency in educational support for student-athletes in contractual matters. The proposal includes education in areas of marketing, business, contracts and licensing for student-athletes in order to make them aware of all the options presented to them and how to wisely navigate them. Additionally, the Council included that providing college athletes access to agents would help to educate the athletes and allow them to make more informed decisions when contracting. One recommendation to the NCAA DI Council would be to consider limiting the amount of access to personal data and NIL rights that

348 Id.
349 Id.
351 Brown, supra note 62, at 114.
352 Id.
353 Id.
354 Id.
356 Id.
357 Id.
358 Id.
359 Id.
360 Id.
can effectively be signed away, or provide clear pathways for personal data distribution and usage based on informed consent.

Proposals like that of the NCAA DI Council indicate an effort to protect the players. However, without force of law or contract, they are merely proposals at this stage. Personal data collection in college athletics has become a routine part of the student-athlete experience to the point that athletes do not think twice about where that data is going or how it is being used. The NCAA’s belief that educating the athlete will lead to more transparency in the relationship between university and athlete is intuitive but needs more support in order to gain traction.

H. Business Opportunities

NIL and athlete data are at the epicenter of revenue creation in sports. From broadcast to sports betting to trading cards, NIL and athlete data are the drivers for multi-billion dollar businesses, with the potential for more uses and analytical applications as technology advances. Yet, in many cases today, athletes only see a fraction of the value being created from their NIL and data.

While the exact figures are private, some analysts estimate that the EA Sports Madden NFL franchise brings in around $600 million in annual sales. On the collegiate level, given the popularity of college football, EA Sports has announced that they will resume making their discontinued NCAA football game titled EA Sports College Football 25. Previously, EA Sports executive Joel Linzner revealed that the annual revenue from its NCAA football game was about $80 million. Since February of 2024, EA Sports have announced that over 10,000 athletes have agreed to allow the company to use their NIL in the game in return for $600 and a copy of the game. Additionally, athletes that agree to allow EA Sports to utilize their NIL will be able to monetize themselves in promotional capacities for the upcoming video game.

Additionally, the O’Bannon case illustrates just how much money is at stake for these companies and individuals. College football and basketball players, whose identities appeared in Electronic Arts video games between 2003 and 2014, are set to receive compensation as part of a $60 million settlement. Out of the players who submitted claims, 24,819 were deemed
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eligible, translating to an average payout of approximately $1,600 per player after lawyers take a 30 percent share of the award.\textsuperscript{369} The validated claims, disclosed in a letter filed by athletes' lawyers, shed light on the significant number of individuals whose names and likenesses were used without explicit permission.\textsuperscript{370} Notably, the lawsuit against Electronic Arts and the NCAA led to the discontinuation of the college video game franchise, with NCAA Football ‘14, released in July 2013.\textsuperscript{371}

These issues will expand in scope and become more prevalent with the advancement of software and computer technology, making the players’ NIL no longer the only valuable form of intellectual property they can contribute to video games. Since 2021, Madden NFL has used Next Gen Stats, aiming to deliver a more authentic gaming experience by enhancing player movements, including changes of direction, acceleration, and deceleration, by using players’ personal data, thereby offering a heightened level of realism and immersion in the virtual football experience.\textsuperscript{372} This data has been collected from sensors embedded in the players’ shoulder pads from Zebra Technologies as well as from other data capturing systems.\textsuperscript{373} Now, players’ personal data is being used alongside NIL information to create more realistic games, providing an opportunity for athletes to capitalize on their personal data and NIL.\textsuperscript{374}

The rise in advertising and athlete sponsorships for NIL deals on the collegiate level has also made it clear that an athlete’s personal information is valuable.\textsuperscript{375} Although not all NIL deals and contracts are publicly available, some have been confirmed to be worth millions of dollars.\textsuperscript{376} In 2021, Barstool Sports started offering sponsorship agreements to college athletes, resulting in over 75,000 applications being submitted.\textsuperscript{377} Typically, NIL deals offer compensation in return for endorsement or the use of the player’s image. Additionally, some schools like Georgia Tech have entered into agreements that extend to entire teams.\textsuperscript{378} Georgia Tech signed an agreement with TiVo, stating that any player on the football team at the university could sign a deal to
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endorse the streaming service in return for monetary compensation, apparel, and a subscription to their streaming services.\textsuperscript{379} NIL negotiations in college sports have tended to favor athletes from larger schools with larger athletic programs, but there are examples of big NIL deals landing for athletes from small schools.\textsuperscript{380} In 2022, a basketball team from a small school in New Jersey, the St. Peter’s Peacocks, went on an unexpected and incredible winning streak in the NCAA March Madness tournament.\textsuperscript{381} As a result, one of their players who played a major part in the team's success received an NIL deal from Buffalo Wild Wings.\textsuperscript{382} These are but a few of the examples of NIL arrangements being made all over the country, but they exemplify the wide variety of opportunities available to athletes.

The sports betting ecosystem has also continued to benefit from the prevalent use of NIL and personal data. Since the 2018 case \textit{Murphy v. NCAA}, legal sports betting in the U.S. has burgeoned into a robust industry that has resulted in the vast majority of states enacting some form of a gambling law.\textsuperscript{383} Since then, it has become impossible for organizations to hide the already increasingly apparent value of the data collected from athletes.\textsuperscript{384} Thinning the line between collegiate athletic departments and sports gambling, in April 2022, the NCAA granted schools the ability to sell competition statistics to data companies who in turn sell the aggregated data to sports betting companies.\textsuperscript{385} At the collegiate and professional levels of sport, athletes’ personal data and NIL are increasingly being leveraged by stakeholders to power the sports betting industry – one that is presently estimated to be worth tens of billions of dollars annually.\textsuperscript{386} In some states like Colorado and Arizona, there are virtually no restrictions on athletes associating themselves with sports betting companies for NIL sponsorship agreements.\textsuperscript{387} College athletes in these states have been able to secure NIL deals with companies like Barstool Sportsbook.\textsuperscript{388} Conversely, other states such as New Jersey and Tennessee explicitly prohibit
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athletes from gaining compensation from representing entities associated with gambling. Players’ personal data is also highly relevant in the sports gambling world. While the world of college athletics previously attempted to steer clear of associating with sports betting companies, the Mid-American Conference changed that when they signed a partnership agreement with Genius Sports, who would manage the market and sell the conferences collected data. In 2022, only a week after singing the partnership with Genius Sports, the Pac-12 Conference signed a similar technology and data deal with data company Tempus Ex Machina. Not only are these deals anticipated to generate revenue through data brokering with sportsbooks, but they will result in new media interactions for fans (e.g. virtual reality and in-game interactive programs) that will generate additional revenue for teams. However, it has not been made known whether the student-athletes will see any direct ties to revenue from the use of their data.

IX. Predictive analysis

A. Property Rights and Ownership

At the dynamic intersection of sports and technology, NIL and personal data ownership rights for athletes will be important rights for protecting individual privacy, providing control to the data subjects, and expediting financial benefits for athletes and institutions. To conceptualize the potential for treatment of personal data as a property right requires an analysis of how personal data fits into the five “bundle of rights:” 1. the right to possess; 2. the right to control; 3. the right to enjoy; 4. the right to dispose; and 5. the right to exclude. Often, the discussion surrounding data concerns the individual’s right to control how his or her data is processed—especially when such discussion concerns the enforcement of the GDPR and the CCPA—without reference to the other four bundles. It should be noted that control differs from ownership, and while an individual may have the power to control their personal data, that does not necessarily mean that the individual has the power to exercise other rights and
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responsibilities that historically accompany ownership. While American and European property law today have roundly rejected the concept of data ownership, both legal systems are yet simultaneously recognizing intangible assets such as digital currencies and other digital assets. Furthermore, the debate around data ownership is intensifying. Under the CCPA, California Governor Gavin Newsom noted that California’s consumers should be in a position to “share in the wealth that is created from their data” and addressed the concept of data ownership with a “data dividend.” A “data tax” concept was also proposed by New York State Senator David Carlucci. On a Federal level, Senator John Kennedy introduced legislation called the “Own Your Own Data Act,” that would create a property right in data generated by users of the internet. Similarly, Senators Mark R. Warner, Josh Hawley, and Richard Blumenthal introduced the “Augmenting Compatibility and Competition by Enabling Service Switching Act” to establish data portability for consumers, with Senator Hawley noting that “[y]our data is your property.” In light of continued state and federal support, an emerging belief amongst experts in a myriad of fields is that the growing technological trends create ample opportunity for an individual to own his or her data and undermine the previous refrains of opponents. However, even without legal ownership, control of personal data may be enough to satisfy an athlete’s requirements, including control over collection, processing, and use (e.g., including monetization) of their personal data.

Ownership rights in personal data and forms of NIL can provide athletes with a heightened level of privacy protection. Athletes, like any other individuals, retain the right to control the dissemination of their personal information in some states through privacy laws. Athletes, as rightful owners, may gain the authority to make decisions regarding the commercial exploitation of their personal data, with such control extending to partnerships and endorsements while ensuring that athletes have a say in how their image and data are utilized for financial gain. This approach not only respects the autonomy of athletes but would also promote a collaborative environment between athletes and institutions. Recognizing athletes’ ownership of personal data can also expedite financial benefits for both athletes and institutions.
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The concept of ownership rights in athletes' NIL and personal data are indispensable in today's sports landscape. Beyond providing guardrails for personal data, these rights can offer essential privacy safeguards, promote individual control, and expedite financial benefits for athletes and institutions alike. Acknowledging the importance of ownership rights or fair ways for players to monetize their NIL and personal data establishes a fair and equitable balance between the commercial interests of institutions and the rights and agency of athletes, setting a precedent for responsible data management in the dynamic world of sports and technology.

Some laws have been created to find a balance between individual and institutional rights as it relates to personal data. Owners of software that collect or analyze data can potentially claim ownership of the collected data through database rights, which have been legally established in the EU and UK. Databases have been defined as “a collection of independent works, data or other materials which are arranged in a systematic or methodical way and are individually accessible by electronic or other means.” While there are no specific database law rights within the United States, companies may seek database protection through copyright laws or other database exceptions. With some exceptions, the copyright laws do not protect the data as facts itself but rather the program behind it. However, organizations that collect personal data in states with consumer data privacy rights can fall within the title of “controller” or “processor,” which have restrictions on how they can collect, use, and sell the data. In some cases, even if the data is sold, acquiring organizations would still be considered controllers or processors under most of the data privacy acts. However, for both the software owners and athletes, the concept of data ownership has not been firmly established by law or widely accepted in practice. Currently, no “privacy or data protection laws expressly define which entity owns personal information.”

Governments, particularly in Europe, have attempted to carve out a clear framework for ownership. In Germany, German politician Alexander Dobrindt proposed a law on data ownership with five overriding principles: 1. viewing data as a material commodity; 2. belonging to a particular person; 3. establishing transparent data processing so that individuals give informed consent before the data is processed; 4. ensuring that data is open to the public—or open source—to establish “all non-personalized data which is collected by the state should be an open source to ensure a digital value creation”; 5. creating payment options for personalized, non-open source data.
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In Continental Asia, Japan’s Director General of International Cyber Policy issued guidelines for data leadership on this topic, emphasizing that contracts should be recognized as the authoritative source for data ownership rights—particularly within commercial relationships.\textsuperscript{410} Although non-personal data is generally unprotected by Japan’s civil code, the policy guidance issued by Japan’s director is another framework by which ownership can be established until the U.S. Congress and other states pass further legislation.\textsuperscript{411} Japan has yet to codify any data ownership statutes, but the Director General’s guidelines may provide a useful starting point for businesses transacting with each other.\textsuperscript{412} These examples are merely theoretical; however, American courts are beginning to reckon with the concept of personal data ownership.

\subsection*{B. Case Law Developments}

Previously, American and European Courts had rejected the personal-data-as-property concept.\textsuperscript{413} But recent innovation has allowed courts to analyze increasingly tangible applications of such a concept. California provides an explicit example of this reversal. Nevertheless, these views have dulled in recent years in federal courts in California and other western states. Now, federal and state courts have “acknowledged that users have a property interest in their personal information.”\textsuperscript{414} In one case, \textit{Doe v. Microsoft}, the Western District of Washington rejected a defendant’s motion to dismiss for lack of standing, explaining that the Plaintiff had adequately pled an entitlement to Qualtric’s profits from users' personal data because data is financially valuable and that there is a “growing” market for such data.\textsuperscript{415} In this case, the defendant had allegedly engaged in unfair competition and unjust enrichment when the defendant sold Doe’s health information, videos watched, health conditions, browsing data, and other personal information to third parties for a profit.\textsuperscript{416} The Court acknowledged the growing trend of recognizing personal data as property in the context of remedying tort law violations: “the growing trend across courts... is to recognize the lost property value of this information.” Thus, the Court held that the plaintiffs had “asserted an injury in fact” by demonstrating that there was an active market for users’ personal data.\textsuperscript{417}

\begin{flushright}
\textsuperscript{410} \textit{Id.} at 232.
\textsuperscript{412} Ritter and Mayer, \textit{supra} note 398, at 232-233.
\textsuperscript{413} For example, in one case, \textit{Wesch v. Yodlee}, the federal district court in the Northern District of California held that “lost value in one’s personal information does not constitute economic harm under the UCL.” According to this court, this explanation stems from the fact that courts have consistently rejected broad interpretations of “money or property” to include personal information.
\textsuperscript{416} \textit{Id.} at 21.
\textsuperscript{417} \textit{Id.} citing In re Marriott Int'l, Inc., Cust. Data Sec. Breach Litig., 440 F. Supp. 3d 447, 461 (D. Md. 2020); see also Brown, 2021 U.S. Dist. LEXIS 244695, 2021 WL 6064099, slip op. at 15 (plaintiffs had UCL standing where they alleged the “cash value” of the data which Google collected “can be quantified” and “there is an active market for such data”); Calhoun v. Google LLC, 526 F. Supp. 3d 605, 636 (N.D. Cal. 2021) (“[T]he Ninth Circuit and a number
The *In re Meta Pixel Tax Filing* cases in the Northern District of California summarized three theories under which a party could potentially recover losses to the value of its personal information pursuant to its ownership status under the Unfair Competition Law (“UCL”). The first theory concerned the transactional or benefit of the bargain theory. Under this theory, if a user shares information with a company or individual with the expectation that such information will be protected, then the failure to protect such information decreases the value of the data and provides the plaintiff with a basis to sue for the lost value of the data. The second theory is the diminished value theory, which means that the sale of one’s personal data inevitably decreases the value of the person whose data has been sold. The third theory is the right to exclude theory. The court explained that given the predominant importance of the right to exclude in the bundle of property rights, “the unlawful disclosure of plaintiffs’ sensitive financial information [or intangible property]” is a violation of their “right to exclude Meta from that intangible property.” Thus, the Court held that such action survived dismissal because the Plaintiff’s property interest in his personal data could be violated by the “diminishment of a present or future property interest.”

C. Guidance from Professional Sport Organizations and Their Athletes

Professional sports provide a useful framework on which to base potential safeguards for collegiate athletes and the use of their personal data and NIL. Namely, American professional sports leagues each have a CBA that governs league rules, contracts, player rights, wages, hours and other relevant topics. Each American professional league’s CBA has established specific provisions to protect the player’s data from unauthorized use by the teams, leagues, and third parties.

The National Basketball Association (“NBA”) has established specific rules governing the use of personal data. First, the NBA’s provision concerning electronic medical records provides that electronic medical records may only be accessed via a centralized database—maintained by the league—by specific authorized academic researchers. Prior to accessing
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and collecting the player’s data, the NBA and its league members must give notice to and receive consent from the National Basketball Players Association (hereafter, “NBPA”). Additionally, the NBA gives the players access to their medical data such that players can share the data with medical professionals of their choice.

Additionally, in response to the growing concern about use of wearables, the latest NBA CBA established a wearables committee to set cybersecurity standards for the storage of data that the NBA collects from wearable devices. As part of those standards, the league and its teams may not mandate that a player wear a specific device. Thus, the player must give express consent to wearing a particular wearable device. Proper consent demands the player receive information about the following characteristics: (1) what the device will measure; (2) the significance of using each measurement; and (3) how the player will benefit from the collection of such data. In essence, players maintain complete access and control over the data collected from wearable devices. Furthermore, the data cannot be “considered, used, discussed, or referenced for any other purpose such as in negotiations regarding a future player contract or other player contract transaction.” Importantly, neither the NBA nor any of its teams can use a player’s data from a wearable device for any commercial purpose or make it available to the public. Likewise, the NBPA may not distribute data collected from the players by the teams. To enforce these provisions, the grievance committee can issue fines for up to $250,000 for any use by a team that violates the CBA’s provisions.

In the National Football League (hereafter, “NFL”), its CBA provides similar provisions to the NBA CBA but further considers the player’s ownership of data. In particular, the CBA states that “each individual player owns his personal data collected by sensors and wearing sensors shall not require or cause an individual player to transfer ownership of his data to the club or any other third-party.” Importantly, such ownership of personal data by the player cannot be waived when the team or league transfers the data to a third party. Thus, the player must expressly consent to any use by a third-party company. In contract negotiations, the club and player may not reference any of the data collected from sensors or wearable devices as a
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basis for the negotiations. Similar to the NBA CBA, the NFL Players Association (hereafter, “NFLPA”) must provide “advanced approval for collection of any data from sensors for players outside of NFL games or practices.”

The Major League Soccer (hereafter, “MLS”) has a wearables committee model that evaluates the data collection and processing standards of each team and subsequently makes recommendations to ensure that the teams abide by the relevant MLS CBA provisions. The committee, known as the “Joint Advisory Committee,” consists of three representatives appointed by the MLS and three appointed by the MLSPA. Similar to the NFL and NBA CBA’s, the MLS and its league affiliates may not publish player data unless the MLS Player Association approves of such publishing in advance.

D. College Athletes as Employees

The current landscape of collegiate sports, marked by lucrative broadcasting deals, substantial revenue generation, and the commercialization of athletes’ images, has fueled discussions about the fairness of maintaining strict amateur status. With college athletes at the center of a multibillion-dollar industry, it may be ethically and economically untenable to continue to exploit them on account of the nostalgic notion of amateurism.

One potential solution for student-athletes to gain more control over their personal data is to attempt to make the distinction that they are employees of the universities and/or conferences and collectively bargain as a player’s union or other collective to retain more control and input. Without this employee-employer relationship, there would be no way to establish any kind of union-employer relationship. Considering the laws that are in place currently and the proposed bills and legislation to come, collective bargaining would be the easiest way to ensure the players have control over their personal data while not upsetting any other expectations of law or going through the bureaucratic process of getting legislature proposed, let alone enacted. This is evident in the success of professional leagues in collective bargaining for athletes’ benefits. However, the Supreme Court has acknowledged that amateurism in college athletics is important.
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to maintain. An employer-employee relationship and unionizing would not only erase whatever optics of amateurism still remain, but also do away with amateurism completely.

The ability to collectively bargain could provide college athletes with a pathway to resolve issues surrounding the collection of various forms of personal data and the leverage to negotiate for rights similar to what exists in professional sports. Most, if not all, athletic leagues – including in college athletics – have some policy stating that electronic trackers that have not been approved by the league may not be worn during games. The ability to negotiate the rights to the collected personal data can potentially resolve any dispute over ownership claims by other organizations (e.g., sensor companies) claiming rights to such information. Additionally, the concept of college athletes collectively bargaining as employees introduces a potential remedy to the challenge of representing a diverse group of individuals. While navigating the complexities of existing laws and potential future legislation, collective bargaining emerges as a pragmatic means for athletes to assert influence over their NIL and data without necessitating extensive legal or bureaucratic processes.

While there are multiple arguments in favor of creating an employer-employee relationship in collegiate athletes, there are potential drawbacks. As it is now, the athletes have some freedom over their NIL associations in the wake of legislation and Supreme Court rulings. The creation of an employer-employee relationship may limit these freedoms. For example, if student-athletes were employees of their respective university or conference, they may not be in a position to accept sponsorship opportunities offered to them if they conflict with the university’s or conference’s pre-existing sponsorship arrangements with another sponsor. Relatedly, universities may be stricter in regulating athlete’s sponsorships that conflict with the core values and mission of the university or conference. All this is to say that there is a trade-off. If the end goal is the ability for college athletes to collectively bargain for their NIL and data rights, then establishing an employer-employee relationship between the university or conference and the student athlete would be an appropriate means to that end.

Another solution for student-athletes looking for control over their personal data and NIL rights is through copyright law. As is settled by law, facts themselves are not copyrightable.
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However, when they are compiled in a fashion that adds some level of creativity to those facts by the way they are arranged or selected, the compilation is afforded protections under copyright law. While some NIL creations may obviously be protected by copyright laws, various forms of personal data collected from individual athletes are less certain. By itself, raw personal data that can be categorized as physiological data, biomechanical data, or other similar types of information about an athlete’s body or the status of the game or event would likely be considered a fact. Leveraging copyright law, a solution to garner more protection for student-athletes over their personal data is to compile the data collected in a unique and creative way that affords it protection. For example, billions of dollars are being generated by the sports gambling industry. Sportsbooks rely on raw data and processed data collected from athletes during events to engage bettors and set accurate and efficient betting line odds in order to be profitable. Currently, organizations are collecting data from athletes and selling it to these sports gambling entities which generate significant returns. Athletes could arrange their own personal data in a unique way that makes it copyrightable and potentially exclude others from profiting off of their personal data without a license. For example, they could arrange the data in a way that makes it efficient for the sports gambling entities to use in setting odds for specific events, making it valuable to the sports betting company while simultaneously excluding some use of the compiled data by the college athletic organizations.

There are some challenges to this. First, copyrighting such data requires first that the athlete obtain or collect the data, which could be difficult given the rules in college athletics restricting the use of in-game, on-body sensors or other data collection systems to collect personal data. Leagues around the world have refused to allow players to choose among the many technology companies available and instead have begun to slowly incorporate certain technologies, only allowing those companies products who have contracted with the leagues to be used. Copyrighting personal data may therefore require some kind of initial bargaining or contract (e.g. bargaining for players to use personal sensors during an event) to facilitate the process of transforming the personal data into something copyrightable.

Leveraging copyright law, another path towards ownership is to introduce new forms of information that are combined with personal data and arranged or selected in a way that makes the new compilation an original work. For example, an athlete’s recorded consent as to how their
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personal data can be used can provide new, original form of digital information that, when combined with such personal data, can create a new packaged unit of information – a new digital asset. The digital asset – a grouping of selected consent data, personal data, and contextual data – could be considered an original work given that it is assembled by the author as a result of the author’s selection of data and the individual’s selection for how each type of data can be used based upon the individual’s own judgment (i.e., their consent). As such, a digital asset may be recognized as an ownable digital asset under copyright laws.

To execute such a proposition, one could create a framework whereby the athlete’s consent (e.g., agreement) is required and collected, which could include enabling the individual athlete to establish terms, permissions, conditions for personal data and how it can be used. Such consent could then be transformed into new information (i.e., rules) provided as metadata with the relevant personal data recognized as facts under copyright law. Digital assets for commercial purposes could then be created leveraging the consent-based metadata and the associated personal data that is selected and arranged in a unique format for relevant use cases. A smart contracting system could then be implemented to enable the sale or distribution of such digital asset(s), whereby a smart contract is created for each transaction related to the sale or distribution of digital asset(s) that treat each digital asset as a form of property, enabling its sale or distribution to an acquirer for other consideration. Lastly, a digital record for each athlete could then be created which would record each transaction, enabling future transactions to contemplate previously-assigned rights.

Another solution would be for Congress to pass national NIL legislation that outlines clear guidance for employment and NIL-related issues related to collegiate athletes and allows for effective regulatory enforcement. Universities, athletes, organizations, and other parties with an interest in NIL have called for such action by Congress since the genesis of NIL after the Alston decision. At a minimum, such legislation could reduce the ambiguity of enforcement of these topics. More importantly, however, legislation would allow all athletes to harness their personal data and NIL more effectively. Such a scenario would provide business partners with more assurances that agreements entered into with collegiate athletes are supported at the federal level. At the same time, athletes would also be assured of their employment status at the university and could collectively bargain for their desired workplace benefits. As employees of the university, the university could then take an active role – in contrast to the passive, hands-off approach they are subjected to under NCAA guidelines – to ensure that their athletes are effectively represented in NIL sponsorship deals.

E. NCAA’s Revolutionary Call for New Athlete-Compensation Model for Division I Colleges

Since the Supreme Court’s seminal Alston holding, collegiate athletes—in all three divisions—have been given license to profit from their NIL. However, collegiate athletes still have been unable to share in the university revenue streams earned through the athlete’s labor.

Previously, the NCAA has stridently opposed the notion of colleges and universities compensating players directly for their services, even in the face of mounting antitrust litigation.\textsuperscript{468} Former NCAA President Mark Emmert, a steadfast opponent of revenue sharing, has referred to compensating players generally and NIL as an “existential threat” to collegiate athletics.\textsuperscript{469} However, in 2023, the NCAA underwent a leadership change when Charlie Baker became President of the NCAA.\textsuperscript{470} Baker, in an attempt to navigate the sea change in collegiate athletics, penned a letter proposing a revolutionary framework that would upend the NCAA’s current model.\textsuperscript{471} This framework would allow Division 1 institutions to compensate athletes directly for the use of their name, image, and likeness and to offer “enhanced educational benefits” as the schools “deem appropriate.”\textsuperscript{472} Furthermore, the new framework would allow a subdivision of Division 1 schools with “the highest resources to invest in their student athletes.”\textsuperscript{473} The scope of which Division 1 schools that qualify as the “highest resourced” is not clear from Baker’s letter. It is likewise unclear whether schools could offer employment status to collegiate athletes.\textsuperscript{474} Nevertheless, the new approach demonstrates a shift toward a more permissive institutional model where schools pay collegiate athletes directly for their services.\textsuperscript{475}

The benefits for student athletes would be numerous. Per the current NCAA guidance, universities are unable to arrange and directly engage in NIL deals with student athletes. However, given the proposed NCAA framework, high-resourced universities could enter into deals directly with the student-athlete such that the athlete could receive fixed payments or dynamic payments for the use of his or her NIL. The student-athlete in the case could negotiate with the university for such payments and ensure that the maximum value of their NIL is captured. Additionally, and unlike O’Bannon where the school prohibited the athlete from receiving compensation for the use of O’Bannon’s NIL, universities would also have the flexibility to pay student-athletes in licensing deals that used the athlete’s NIL. Universities could implement a similar approach in licensing deals with other companies—such as media and

\textsuperscript{468} Although the Ninth Circuit accepted the NCAA’s procompetitive justification for preserving amateurism, the Court determined that compensating athletes for full-cost-attendance would not undermine its procompetitive purpose. See O’Bannon v. NCAA (O’Bannon II), 02 F.3d 1049, 1079 (9th Cir. 2015) (holding that the NCAA’s restriction on compensation to grant-in-aid less than the full-cost-tuition violated Section 1 of the Sherman Act); see NCAA v. Alston, 141 S. Ct. at 2157.
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F. Pending Cases – Potential Impact on Athlete Data and NIL

Several cases pending in American courts could dictate the extent to which collegiate athletes could adopt a model analogous to professional sports. First, although Baker’s proposal is limited to highly resourced schools in Division 1, the case House v. NCAA may require a more expansive approach.476 In House v. NCAA, the NCAA settled multiple class action lawsuits (Hubbard v. NCAA and Carter v. NCAA were combined with House) with classes of former athletes who sought back pay for the NIL benefits they did not receive from the universities during the years preceding the Alston decision, with the settlement reaching $2.75 billion.477

In another case in front of the NLRB, unfair labor practices by the NCAA, the University of Southern California, and the Pac-12 Conference are at issue.478 The primary question in front of the NLRB is whether collegiate athletes have been unlawfully mislabeled as “non-employee student-athletes.”479 The case could also determine whether universities and colleges, conferences, and the NCAA act as joint employers with shared power over an athlete’s hours and working conditions.480 Joint employment status is particularly important to athletes because some universities and colleges are private while others are public. The National Labor Relations Act (hereafter, “NLRA”) provides assurance that workers in the private—but not public—sector can unionize and collectively bargain with their employers “without fear of retaliation.”481 Since the NCAA and the conferences are private not-for-profit organizations, an NLRB determination that the NCAA, the conference, and the school jointly employ the athletes would likely make athletes private employees—thereby enabling them to collectively bargain under the NLRA.482 A clear NLRB determination would be beneficial to promote equitable treatment through a consistent framework across both public and private institutions, ensuring equitable treatment and protections for all collegiate athletes regardless, of the college's public or private status.

The Alston holding is likewise seminal when considering its analysis of the fundamental assumptions of amateurism.483 In his concurring opinion, Justice Kavanaugh attacks the NCAA’s
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student-athlete justification for not paying players as circular. Specifically, Kavanaugh concluded that the “[NCAA] justifies not paying athletes a fair share of the revenues on the circular theory that the defining characteristic of college sports is that colleges do not pay student athletes.” Kavanaugh’s concurrence is one of the bases for the recent NLRB Guidance deeming FBS football players employees and not student-athletes. With Alston, the NCAA has seen its role as the lone arbiter of an athlete’s economic trajectory greatly diminished.

Recently, the Dartmouth University Men’s Basketball team voted to unionize. The university’s response in refusing to collectively bargain with the team demonstrates the resistance to the change in the amateur sports landscape. Additionally, even though the House settlement toes the line of universities directly paying collegiate athletes for their services, recent proposed legislature to prevent college athletes from becoming employees further echoes this resistance.

G. Generative Artificial Intelligence and Its Effect on the Athlete Data and NIL Landscape

Despite the sizable changes that have occurred in collegiate sports since the Alston decision, the advancement in artificial intelligence (hereafter, “AI”) and in particular generative AI will have a sweeping impact on the intellectual property and First Amendment concerns that surround NIL and athletes’ personal data. Generative AI refers to programs – or deep learning models – that “generate high-quality text, images, and other content based on the data they were trained on.” Deep learning models are AI tools that simulate – or attempt to simulate – the human brain’s capabilities by gathering and learning large sets of data and applying them to specific tasks. The latest iteration of the deep learning models demonstrates a refined capacity to churn out human-like products such as poems, books, legal memoranda, natural images, molecules, software code, and many other features. Because of generative AI’s sophisticated training, it can generate real-life-looking images that are almost impossible to differentiate from the authentic version. Due to the current effectiveness of generative AI tools, such features
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have unsurprisingly been used to deceive consumers.\textsuperscript{495} For instance, a supposed Tom Hanks was featured in a dental advertisement endorsing a specific dental plan.\textsuperscript{496} However, the advertisement had used AI to manufacture a realistic, but a so-called “deepfake,” video using Hanks’ likeness without his consent.\textsuperscript{497}

Generative AI products present unique challenges for collegiate and professional athletes concerned about the unauthorized use of their NIL and personal data.\textsuperscript{498} Although states have passed legislation precluding universities, conferences, and the NCAA from imposing restrictions on a collegiate athlete’s ability to capitalize on their NIL, state law applicability on unauthorized use by a non-human generative AI is unclear.\textsuperscript{499} On the federal level, there is no statute that specifically limits the unauthorized use of one’s image and voice.\textsuperscript{500} Challenges could come in the form of defamation. Defamation is governed by state statutory and common law, and typically refers to a false statement of fact, negligently published or communicated, causing harm to an individual’s reputation.\textsuperscript{501} However, legal commentators have noted the difficulty in proving that a statement made via generative AI can be proven as a statement of fact.\textsuperscript{502} Namely, that there are many contextual factors that could dissuade a court from finding liability.\textsuperscript{503} As such, without additional statutory protection, current legal remedies may be unsatisfactory to solve the problem.\textsuperscript{504}

With the help of these unique AI tools, scammers now have a cost-effective way to generate advertisements and endorsements of a product through one’s NIL.\textsuperscript{505} College athletes who can now leverage their NIL through product endorsements are likely to confront the tidal wave of manipulated content.\textsuperscript{506} The NFL Security Chief – Tomás Maldonado – articulated his concern with generative AI-enhanced phishing attacks and deepfake content featuring NFL
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athletes. In particular, the areas of focus for the NFL are in-house “player data, fan data, credit card information, player health information, stadium access control systems, and the networks that power the entire infrastructure.”

A looming concern is generative AI’s ability to generate specific content through the training it receives from analyzing stockpiles of human-generated content scraped from the internet, including various forms of personal data. Namely, a concern is whether an AI infringes on one’s NIL or personal data without human intervention. For example, a user can make an AI write a song in the form of a particular artist. Defenders of these features claim that these AI features are protected by “fair use” because the AI tools are trained to perform tasks, but generative AI carries out tasks without human intervention. Similarly, personal data models trained with real personal data to generate synthetic personal data calls into question whether the synthetic data is property of the individual from whom it is derived. A key feature of synthetic datasets is that such datasets are typically derived from, but not comprised of, real-world personal data. Synthetic datasets use “artificial data that is generated from original data and a model that is trained to reproduce the characteristics and structure of the original data.” Thus, the data is separated from the data subject but still allows generative AI to be trained on a sufficient amount of data. According to Gartner, a technology consulting firm, 60% of the data used by generative AI will be synthetically generated. Such questions will be increasingly asked as personal data and its synthetic derivatives are increasingly used in video gaming, sports betting, and other revenue-generating verticals.

To combat some of these issues, a bipartisan group of Senators in the United States Congress proposed the No Fakes Act—the first federal statute providing the right to control one’s own image and voice. The No Fakes Act would establish a new right to curb and control the unauthorized use of one’s NIL via the use of digital replicas—or deep fakes. Under the proposed bill, protection would last up to 70 years after the individual’s death. Importantly, the
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No Fakes Act would establish a uniform legal body to enforce violations, which is lacking at the state level since state laws differ significantly in scope. California, the state with the most protections for publicity, also extends protections for 70 years after the individual’s death; other states have codified no protections at all. Still, the primary tension between proponents and opponents is the protection of free expression under the First Amendment and the prevention of commercial exploitation, respectively. The First Amendment concern is that the bill would be an overbroad content-based ban on expressive speech. The bill does attempt to carve out exceptions, such as for parodies, news broadcasts, and documentaries, to assuage First Amendment concerns. However, such a bill is likely to be fiercely challenged by First Amendment groups given its breadth, scope, and penalties for expressive speech and conduct.

Labor negotiations also constitute a complex discussion point on the unauthorized use of athlete NIL and data. Professional sports has seen a meteoric rise in the use of generative AI to enhance the fan experience through real-time updates, virtual assistants, ticketing assistance, social media engagement, predictive analytics, crowd monitoring, tailored merchandise, streaming, and localized experiences through virtual reality. However, such use could present concerns about the unauthorized use of NIL and athletes’ personal data by professional leagues, collegiate conferences, and Division 1 schools. Similar concerns in other industries have reached the collective bargaining table. Over the summer and fall of 2023, one of the main concerns of actors and writers concerned the burgeoning use of generative AI in the entertainment industry. The Screen Actors Guild-American Federation of Television and Radio Artists (“SAG-AFTRA”) advocated for explicit protections from entertainment companies and studios against the unauthorized use of their NIL through generative AI. With the cost-effective nature of
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generative AI, SAG-AFTRA feared that companies could exploit the technology without compensating the artists. In the sports realm, players unions have already advocated for the specific protections noted in this paper. Furthermore, with generative AI’s rapid growth, the players unions may need to seek specific protections concerning player data and NIL. Since generative AI uses advanced algorithms trained on personal data, the player’s unions should amend their current proposals to restrict sharing and using player’s personal data for generative AI purposes. Namely, if the teams and leagues are uncertain about the scope of personal data use by the algorithms, then the leagues should refrain from using such data given the uncertainty over how that data will be processed and used.

In the EU and UK, compliance with regulations like the GDPR provides more protections for individuals over use of their personal data and regulating, in part, the unauthorized use of personal data by generative AI companies. However, generative AI’s current training model poses challenges to the protections afforded to data subjects under the GDPR. For instance, generative AI trains its models with personal data collected from the internet. Such data is then firmly embedded in a complex algorithm where it becomes difficult to trace and identify for compliance under the GDPR. Specifically, the GDPR’s right to erasure and right to access personal data are thwarted under generative AI models since their algorithms are too complex and unwieldy to identify data. Unlike a traditional database, where a data subject can merely request that their data be erased or accessed from that database, most generative AI models do not have a definitive manner in which to trace and identify data. Such models likely run afoul of Article 30 of the GDPR, which states that data controllers should “maintain a record of processing activities under its responsibility” including a “description of the categories of data subjects and the categories of personal data[.]” Furthermore, many generative AI tools only scrape data up to a certain date, and therefore have the tendency to provide inaccurate
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information based on outdated data.\textsuperscript{536} GDPR Article 5(1)(d) specifically states that personal data shall be “kept up to date.”\textsuperscript{537} Given these challenges, the GDPR, under Article 6, provides three lawful bases for use of personal data: contract, legitimate interest, and consent.\textsuperscript{538} Nevertheless, without objectively traceable data, such lawful purposes could be difficult to fulfill. Contract, under Article 6(1) requires that the use of the data be made for a necessary purpose to fulfill a contractual obligation.\textsuperscript{539} Legitimate interest, refers to a data controller’s legitimate business interest in the personal data that outweighs any countervailing data rights or freedoms of the individual.\textsuperscript{540}

Educating the leagues, schools, and conferences on the ramifications of using such technologies should be a first step to mitigate such concerns over its use. Considering the looming risks, experts in data protection have advocated for a system known as “privacy by design,” which merely refers to the idea that an organization should incorporate data protection into the fabric of their technological design.\textsuperscript{541} In fact, privacy by design has gained adherence under GDPR Article 25, which expressly states that data controllers should adopt privacy by design into their technological development.\textsuperscript{542} Article 25, § 1 states that data controllers shall “implement appropriate technical and organizational measures, such as pseudonymisation, which are designed to implement data protection principles[.]”\textsuperscript{543} Pseudonymisation provides for sufficient data minimization so that the data controller does not use more than the necessary amount of personal data for its operations.\textsuperscript{544} Article 25, § 2 states that the controller shall implement data minimization by limiting the “personal data collected, the extent of their processing, and the period of their storage and their accessibility.”\textsuperscript{545}

Collegiate athletes, in an effort to capitalize on their NIL, spend valuable time acting as part-time content creators.\textsuperscript{546} Instead, collegiate athletes could license the use of their generative-AI-created NIL to capture endorsements.\textsuperscript{547} Specifically, with the advent of generative AI, an athlete could license the use of his or her digital representation of themselves to an organization without having to shoot commercials or take photos; instead, the AI could create a lifelike avatar (i.e., a digital twin) that the company could use in lieu of the player’s physical appearance. Such arrangements would reduce the time spent filming and posting social media
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content and advertisements. Further, such licensing could allow the athlete to capitalize on more endorsements and to generate more money with the time saved, including the use of generative AI content on social media that could enable additional content partnerships. An athlete’s personal data, even in a pseudo-anonymized or anonymized format, could have tremendous value as training data for big industries including sports betting, healthcare, insurance, and others. However, such usage will likely involve more data and will leave the athlete with few remedies to retrieve or erase the data that generative AI collects and distributes. With robust use of personal data, an athlete may be susceptible to invasions of his publicity and privacy rights through broad dissemination of personal information in a manner that he cannot limit or control. Nevertheless, the increased calls for privacy by design—and the use of synthetic data—could give collegiate athletes assurances that their data is not used for purposes for which they do not consent.

X. Conclusion

College athletes with their newfound leverage with NIL and their soon-to-be employment status may have the opportunity to retain ownership over their personal data. With the development of new bills and implemented statutes, along with pressure on the NCAA to set stricter or more clearly defined rules pertaining to NIL deals, athletes are closer to controlling their personal data. An argument for college athletes is that their services constitute an employee-employer relationship, and thus they have the right to develop a collective bargaining agreement as employees because there is case law that supports such practices. From there comes the challenge of stipulating contract agreements. Another avenue is utilizing copyright law which will require initial bargaining with the university and data collecting entity. Outside the US, regulations like the GDPR provides guidance and reasoning for providing the college athletes more control over their personal data since the GDPR has played a significant role in this topic on a global scale.

Despite all these avenues, personal data from student-athletes are processed and distributed daily for commercial gain by other parties, oftentimes without their consent or knowledge. Thus, the current framework where an athlete provides rights to their personal data to the university and the university unilaterally capitalizes commercially is not sustainable without a more robust consent and revenue sharing-based framework in place. Given the tidal wave of changes happening in college sports, such a model will require significant overhaul in the coming years. Administrative decisions and federal court cases have combined for athletes to gain employment status at their universities. Furthermore, the Alston decision opened opportunities for athletes to have agency over their NIL and to prevent schools from operating under the false pretense of amateurism. Contemporaneously with the Alston decision are state and federal statutes that could provide express protections for individuals, including athletes, and
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their personal data. Going forward, athletes could be able to collectively bargain for explicit protections that are not yet protected in a particular state, such as the right to access their data, the right to consent to the use of their data, the right to delete their data, the right to publicity, and much more. These rights could be enshrined into collective bargaining agreements agreed upon by the athletes and schools. Conversely, opponents will continue to assert challenges to these rights via First Amendment challenges, amateurism arguments, and forced contractual consent to the use of athlete’s NIL and personal data. However, such challenges face an uphill battle given all of the momentum concerning data rights, NIL protections, and collegiate athlete employment.

Personal data and NIL rights are in their infancy. Opportunities that leverage generative AI, while creating entirely new revenue channels for student-athletes and Universities, will bring more complexities to an already crowded debate. As such, policymakers, businesses, schools, and athletes must learn to be stewards of personal data to avoid the pitfalls of developing technology. Collegiate athletes, in particular, must be educated on the opportunities and risks that this developing technology will present. Collegiate athletes face sizable challenges that will shape sports and broader society. Thus, it is essential for lawyers and policymakers to invoke the athlete’s competitive spirit in seeking NIL and other personal data protections.
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