Smart Tips to Protect Your Mobile Device

Keep It Locked
Add a screen lock to each of your mobile devices. This protects your device in case it’s lost or stolen.

Enable Remote Wiping
Remote wiping acts like a digital eraser when a device is lost or stolen. If your information no longer exists, no one can access it.

Update the Operating System
Set auto-updates to keep your device operating system and any mobile apps current.

Use Apps Safely
Before installing any apps, do a safety check: Are the reviews positive? Are there many downloads? What permissions does the app require for installation? Is the app regularly updated?

Report It
If you lose or have any work-related mobile devices stolen, report it immediately.

To contact the CWRU Information Security Office (ISO): security@case.edu
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