
1. Who Is This "From?" S~·Check Before You Click 

2. An URGENT Subject 

Does the subject line try to create a tremendous 
sense of urgency or curiosity? 
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-----@gmail.com-------·!!!! •• =-------· = -----

lii ove( over links to find the true destination 
oeforie clicking on them. If a link redirects you to 
an une_xpected location, do not click on it. 

6. Su_spicious Characters 

3. Generic Greetings --------o 7. Don't Get Attached 

Watch out for generic solutions or greetings, such Do not open unexpected or suspicious 
as "Dear Customer." attachments. 

4. "I just need your credit card number..." 

Is the sender asking for your password, bank 
account details, or some other sensitive data? 

Stay Alert. , Phish Happens. 
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